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 Statement of Work

Global Combat Support System – Army/Tactical (GCSS-A/T)

Logistics Modernization and Integration

Fort Lee, VA

1. INTRODUCTION:

1.1 Purpose:  The Program Manager, Global Combat Support System – Army (PM GCSS-Army) located at Fort Lee, VA, requires contractor support for the development of the GCSS-Army/Tactical (GCSS-A/T).  This is follow-on to the initial software development effort.  The contractor shall provide the overall integration across all software modules, system engineering, software design and development, database design, and other associated tasks as further defined in this SOW, such as fielding support and training (integrated performance support software capability). 
1.2 GCSS-A/T will provide the Army a seamless, integrated automated information system at all force levels of combat service support.  The system will provide users with a responsive and efficient means to anticipate, allocate, and synchronize the flow of available Combat Service Support (CSS) resources, and to streamline information management.  GCSS-A/T must satisfy the Army’s need for improved CSS tactical capabilities with standardized, mobile, and survivable systems. 
1.3 The program will be developed in three concurrent phases referred to as Tiers.  Tier 1 will provide an Initial Operational Capability (IOC) that is currently employed by the legacy systems (as described in section 2), plus outstanding Engineering Change Proposals – Software (ECP-S) and provide business process improvements.  Tier II will provide modernization of Sustainment/National Level systems and provide seamless integration of current wholesale and retail functionality.  Implementing all required interfaces with the Joint community, National Sustaining Base, and applicable Allied systems will complete Tier III.

2. Contractor’s Requirements:  

2.1.  The Contractor shall design, develop, and provide programmatic, technical, and integration services, and support for fielding and training.  The Contractor shall also provide Post Deployment Software Support (PDSS).  GCSS-A/T program will replace STAMIS functionality, such as supply, maintenance and ammunition.  The possibility exists, based on BPR, that some of the functionality may be replaced by GCSS-A/S (WLMP) efforts and associated approval processes. 
2.2.  The Contractor shall use systematic and well-documented software development methods to perform requirements analysis, design, build, integration, and testing of the deliverable software.  The contractor shall develop as part of his Program Management plan (PMP), a Process Methodology Document, that clearly states the process and approach for software development.

2.3.  In carrying out its integration responsibility, the Contractor shall develop GCSS - A/T to ensure it supports all interfaces with all of the three tiers (I, II, III). Where applicable the contractor shall propose a tailored approach for addressing development/documentation of GCSS-Army for government approval. This SOW includes work to be performed for the GCSS-A/T program Tier 1.  The contractor shall be required to work with the prime contractor for Tier II, currently  the Wholesale Logistics Modernization Program, to ensure work is consistent with Army direction.  The future objective is to implement all required interfaces with the joint community, national sustaining base, and applicable allied systems (Tier III) still to be defined by AMC under the GCSS-A/Joint (GCSS-A/J) initiative. (See illustration 2-1 for the GCSS-Army Management Structure). 
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Illustration 2-1

2.4.  A significant design objective of GCSS-A/T (Tier 1) is to integrate with GCSS-A/S (Tier 2) and GCSS-Army/Joint (A/J)  (Tier 3) without significant redesign of Tier 1.  At a minimum, it is necessary to study and analyze other CSS systems for potential integration benefit; to provide for data interchange with other systems, such as Personnel and Medical, and; to provide for future changes in Business Process Re-engineering.  Some of these systems include, but are not limited to:  GCSS-A/S, Transportation Coordinators Automated Information for Movements System – II (TC-AIMS II), and Executive Management Information System (EMIS)/Installation Support Module (ISM), and Failure Analysis and Management Program System (FAMPS).  Follow-on work will be proposed as a task order to this BPA.  The contractor shall not build cost into any order issued under this BPA for future requirements.

2.5.  The Contractor shall consider the Defense Reform Initiative Directive (DRID) 54, which requires Department of Defense (DoD) systems to migrate to a web-based environment.  The contractor’s solution shall assume the Army will comply with the DRID 54, and the government anticipates fielding a Web solution.  This web-based solution shall be available to the Supply Support Activity level and be web-enabled to the unit level.  The contractor shall ensure that GCSS-A/T meets DRID 54 requirements by FY 2004.  

2.6.  Where currently available, extensive use of Automatic Identification Technology (AIT) devices that provide automatic source data collection which will minimize manual input and provide one-time data entry for GCSS‑Army to distribute automatically where needed.

2.7.  The contractor shall possess CMM Level 2 or greater certification and provide a team with a multi-skilled background to perform tasks in the following areas:

2.7.1. Task Area 1 – Program Management

2.7.2. Task Area 2 – System Integration

2.7.3. Task Area 3 – Module Development

2.7.4. Task Area 4 - Training, PDSS, and Installation Software Release/Fielding Support

2.8.  The system design approach shall comply with the applicable design requirements as stated in paragraph 4.2.  The PM GCSS – Army, shall approve any proposed technical designs that deviate from the standards and practices, either during the system design and development and/or subsequent execution of this BPA or any order issued under this BPA, prior to implementation.  The approval or disapproval will be provided within 15 working days of the request for deviation. 

2.9.  The current Milestone schedule is reflected in Illustration 2-2 and 2-3. The schedule is based upon the (SLIM) Software Life-cycle Management model using the function point sizing data for the Maintenance (MNT) Module and extracting legacy lines of code for the remaining modules. The government is interested in the contractor’s assessment of their ability to meet or exceed the schedule reflected in these illustrations.  Also, the accomplishment of this schedule and Risk Analysis shall be addressed in the contractor’s Project Management Plan.  The contractor shall address their capability for development and delivery within the Module Priorities as depicted in these illustrations.  There is roughly level funding in all years with the exception of FY03, which is less.
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Illustration 2-2
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Illustration 2-3

2.10. A software release for each of the above shall consist of the following items: The Logical and Physical Data Model; All Module Design documentation; All Repository-generated runtime software; Any required 3GL software code and/or extensions; Documented Test Plans, Test Cases, Test Scenarios, and Test Results; a Software Version Document (SVD) and associated Training Materials.

2.11.   The government has invested in the Windows 2000 operating system and Oracle Database.  The contractor shall use the Windows 2000 operating system and Oracle Database tool for this effort.  The contractor shall not be constrained to any other previous tool set or environment for the purpose of this effort.

2.12. Throughout the development effort the contractor shall be fully committed to supporting an IV&V effort with the appropriate organizations.

2.13. The contractor shall be responsible for reporting any event or government tasking that affects schedule and/or resources.   Actions that do affect schedule and/or resources shall be highlighted in the monthly reports to the contracting officials. 

2.14. The contractor shall be required to ensure that data output from the modernized system(s) feed the legacy counterparts during the transition phase.

2.15. The contractor shall include the CASCOM JAD during the requirements analysis, design, test scenario development, and testing phases.

2.16. Configuration Management.  The contractor shall ensure that any hardware or software configuration changes retain full functional capability and do not change compatibility among configured items (CI).  Any changes to the baseline shall be subject to government review and approval prior to implementation. 

3. Background/Description.

3.1.  GCSS-A/T is the business automation enabler for the Army, (i.e., Active Army, US Army Reserve, National Guard Bureau, Table of Distribution and Allowance (TDA) organizations, installations, government contractors, and the Army National Guard), for enterprise systems across the combat service support (CSS) mission area.  

3.2.  Seventeen (17) stovepipe Standard Army Management Information Systems (STAMIS), were developed and are maintained separately, with limited integration capabilities, communication capabilities, and continued reliance on data transfer through diskettes creating “islands of automation.”  CSS functions are carried out on a variety of hardware platforms, operating systems, and database engines, which create numerous training and supportability challenges.  (See illustration 3-1)
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Illustration 3-1

3.3.  PM GCSS-Army, is responsible for the integration of legacy logistics STAMIS.  A description of these systems can be found at http://www.gcss-army.lee.army.mil.  Shown in Illustration 4-1 and described below are the remaining modules of GCSS-A and the legacy systems they are replacing under Tier 1 and interfaces/integration requirements under all three tiers to existing and planned systems (paragraph 3.5)
3.4. GCSS-A Modules and Related Legacy Functionality:  

3.4.1. Maintenance (MNT) Module: The MNT Module will be a single integrated system that merges the functional capabilities of the current ULLS-A, ULLS-G, SAMS-1, and SAMS-I/TDA.  Depending on the user need (parameter settings) it will be used for organizational through installation Directorate of Logistics (DOL) maintenance operations for ground, watercraft, and aviation functions in Modification Table of Organization and Equipment (MTO&E) and TDA units alike.  A consolidated list of requirements can be found at http://www.cascom.lee.army.mil/automation/GCSS-Army_Global_Combat_Support_System_-Army/Requirements/index.htm#REQ containing high-level requirements for MNT (aviation/ground), which will need to be refined.  Current function point (FP) count for MNT is approximately 9000 FP’s.

3.4.1.1. Current systems with maintenance functionality are:  

3.4.1.1.1. Unit Level Logistics System – Aviation (ULLS-A)

3.4.1.1.2. Unit Level Logistics System – Ground (ULLS-G)

3.4.1.1.3. Standard Army Maintenance System - 1 (SAMS- 1) 

3.4.1.1.4. Standard Army Maintenance System – ITDA (SAMS-I/TDA).

3.4.2. Management (MGT) Module: 

3.4.2.1. Management (MGT) Module: The Management Module will be a single integrated system that merges the functional capabilities of the current SARSS-2A, SARSS-2AC/B, SARSS-GW, and SAAS-MOD.  The MGT will be used by managers in Materiel Management Centers/Distribution Management Centers at various echelons, e.g., ACR, Separate Brigades, Division Support Command (DISCOM), Corps Support Command (COSCOM), etc.

3.4.2.2. The MGT Module will be the ‘data store’ containing information from other GCSS-Army modules as well as other CSS systems, e.g., Standard Installation/Division Personnel System (SIDPERS) Defense Integrated Military Human Resource System (DIMHRS), Transportation Coordinators Automated Information Management System (TC AIMS) II, Training Ammunition Management Information Systems (TAMIS), Standard Army Maintenance System II, etc.  The data in the MGT Module will be tailored for each different organizational level.  This is a new capability at the lower level organizations but is similar in concept to the current Integrated Logistics Analysis Program (ILAP).  Like ILAP, the Management Module will be used to obtain cross-functional and roll-up CSS management reports and contain decision support tool capabilities to assist Commander’s and logistic managers in determining accurate courses of action.

3.4.2.3. Current systems with related functionality are:

3.4.2.3.1. Integrated Logistics Automation Program (ILAP)

3.4.2.3.2. Standard Army Maintenance System – 2 (SAMS-2)

3.4.2.3.3. Standard Army Retail Supply System (SARSS-2AD), SARSS-2AC, SARSS-Gateway

3.4.3. Supply Support Activity (SSA) Module: The SSA module will incorporate the current capabilities of the SARSS-1 system.  This module will be used as the automated business system for the requisitioning, receiving, storing, and issuing functions accomplished at the Army’s supply support activities from the forward DSU through the installation DOL storage areas.  Functionality is primarily found in the following STAMIS, Standard Army Retail Supply System –1 (SARSS-1).

3.4.4. Ammunition Supply Point (ASP) Module: The ASP module will be capable of performing those current functions of the Standard Army Ammunition System-Modernization (SAAS-MOD) (ASP) system.  It will be used to support the Army’s Ammunition Supply Points.

3.4.4.1. SAAS-ASP

3.4.4.2. SAAS-DAO

3.4.4.3. SAAS-ATP

3.4.4.4. SAAS-MMC

3.5.  Integrate/interface with the following, as a minimum:

3.5.1. WEB Property Book (PB) – Pilot: The Web PB Module will be a Chief Financial Officer (CFO) compliant web based application. It will integrate and merge the functional capabilities of the current SPBS-R and ULLS-S4 systems.  The initial build is web based and assumes user connectivity.  Follow-on builds will address tactical/disconnected users. 

3.5.2. Supply Property Book (SPR): The SPR Module artifacts include the requirements repository database can be found at http://www.cascom.lee.army.mil.  The SPR Module from the previous development effort shall be analyzed for reuse/integration with the Web PB Module.  The goal of GCSS - A/T is to achieve a common look and feel across all modules.  The contractor will conduct varying degrees of analysis, development and integration with the WebPB effort.   

3.5.3. Single Stock Fund (SSF)

3.5.4. Standard Army Ammunition System – Modernization (SAAS-Mod)

3.5.5. Movement Tracking System (MTS)

3.5.6. Army Battle Command System (ABCS) for example: 

3.5.6.1. Combat Service Support Control System (CSSCS) 

3.5.6.2.  Force XXI Battle Command‑Brigade and Below (FBCB2)

3.5.7. Wholesale Logistics Modernization Program (WLMP), (now GCSS-A/S) 

3.5.8. Joint Systems integration (now GCSS-A/J)
4. Scope of Effort:

4.1.  Mission Requirements.  GCSS‑Army will be the Army’s seamless, integrated, modular, and interactive CSS information management and operations system at all force support levels.  The databases and processes of the application programs shall accommodate system operation in network/information centric environment that incorporates DoD standard data.  The system shall operate on Windows 2000 operating system with an Oracle database and shall run on commercial‑off‑the‑shelf (COTS) non‑developmental item (NDI) hardware.   The modular design of GCSS‑A/T will allow the system to accommodate CSS missions and organizations as required.  Communications interfaces and protocols will be integral to GCSS‑Army so that internal and external transmissions will be initiated from within the functional applications and not as a separate user process.  GCSS‑Army will provide CSS elements a responsive and efficient capability to rapidly anticipate, allocate, and synchronize the flow of logistics resources, services, and information among sustaining base elements and supported units at the strategic, operational, and tactical force levels.
4.2.  Design Requirements:  The three-tier development scheme defined in paragraph 1.3 above will use innovative system acquisition processes that improve CSS automated information systems, based on business process reengineering.  All tiers will comply with the applicable information technology (IT) standards contained in the Department of Defense (DoD) Joint Technical Architecture (JTA), the Joint Technical Architecture‑Army (JTA‑Army), the Defense Information Infrastructure (DII) Common Operating Environment (COE), and the DoD Command, Control, Communications, Computers, Intelligence, Surveillance, and Reconnaissance (C4ISR) Architecture Framework. See http://arch-odisc4.army.mil).  All tiers will be capable of using web-based technologies by fiscal year (FY) 2004 for early deploying forces and FY 2006 for the remainder of forces in accordance with (IAW) DoD Reform Initiative Directive (DRID) # 54 – Logistics Transformation Plans.  Incremental block developments in each software build shall meet all operational, environmental, and performance requirements as developed in functional and technical documents for the system. Illustration 4-1 displays a concept for Tier 1. 
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4.3.   Software Development Requirements:  GCSS-Army will streamline CSS information management by eliminating duplicative systems and processes, consolidating baseline logistics functionality, and implementing additional data sharing.  The system will be of modular design where users will have the system applications and software tools needed to perform mission tasks at their location.  Some of the key design features are:  “common look and feel” based on Graphical User Interface (GUI) “point and click” technology, interactive/real-time processing, catalog availability, one-time data entry, and background communications processes.  The system supports CSS functions of manning, arming, fixing, fueling, moving, and sustaining soldiers at all echelons.  

4.4.   Current efforts under development.   Currently, the PM has an information management effort, titled Integrated Logistics Automation Program (ILAP) being maintained by a separate contract effort.  This system will be the basis for the functionality under the Management Module.  ILAP was built outside of a PM structure and does not have the same set of documentation and development artifacts.  Access to the existing ILAP system will be provided upon award of this BPA.  At that time, the contractor shall be prepared to act as the integrator for this effort and provide a description of how they would transition this effort over the lifecycle of any order issued under this BPA to more fully integrate the ILAP functionality into the GCSS-A/T solution.

5. Support Requirements.

5.1  Task Area 1 – Program Management. 

Program management includes overall management of the program, subcontracts management, task order management, risk management, resource execution, program planning, and overall program quality assurance. Also included is acqui​sition support for acquiring and tracking hardware and software, schedule devel​opment, metrics program, project control, program office support, demonstrations, development of selected technical Milestone Decision Review (MDR) documentation, BPA administration support and communication of plans and status. Demonstrations include briefings supporting the Program Office in its interaction with related Government organizations, demonstrations of proto​type system capabilities, and demonstrations of interim products as they are de​veloped.  This includes the specific tasks of:

5.1.1. Perform Earned Value and provide status in the Monthly Status Review as part of the Monthly Status Reports.  The contractor will report in his monthly status review when the total effort on all tasks exceeds 60 full-time equivalents.

5.1.2. Track Work Breakdown Structure (WBS) to Level 6 and report to the government to Level 4.

5.1.3. Perform and report on Configuration Management.  This           task includes convening a configuration control board (CCB) and documenting approvals by the CCB membership in the Monthly Status Reports.

5.1.4. Perform and report on Risk Management.  The contractor shall determine and prioritize the cost, schedule, and technical risks associated with the development of GCSS-A/T.  The contractor shall determine procedures to minimize these risks.  The contractor shall maintain a Risk Management Plan that presents the risks in order of priority; categorizes the risks as high, medium, or low; describes the probable impact to the project that the risk may have; describes the procedures that will be taken to manage, control, or minimize the risk; and the current status of the project with respect to the risk.  The contractor shall maintain a continuing risk analysis that focuses on identifying and assessing factors contributing to risks, developing alternatives to reduce risk and monitoring the selected alternative for further refinement.  Implementation of risk reduction efforts shall be subject to government approval.  The Risk Management Plan shall be included in the PMP and with details reported during the Monthly Status Review.

5.1.5. Cost Performance Report.  The contractor shall provide a CPR in accordance with DoD 5000.2-R to include roll-ups of all subcontractor work.  (Due no later than the 15th day of the month.)
5.1.6. The Project Management Plan is not just a formal document but also a working plan and all work accomplished must be in accordance with this plan.  Any revision to this plan shall be numbered and dated and approved by the government.  The Project Management Plan shall be delivered not later than 60 days after order issuance under this BPA and updates provided on a quarterly basis, or as required.

5.1.7. Of special concern, is documentation of configuration management and Quality Assurance in the Program Management Plan.  CM/QA includes two distinct approaches, the high level integration plan and the lower working level plan (developer level).

5.1.8. The capability must exist for review of past risk assessments and the monitoring of open items in an action item database.  The integrator must have a designated monitor to manage the process and provide the government regular status of recorded actions to include any final closure.   This shall be an integral part of the PMP.

5.1.9. CASCOM is the combat developer for this initiative.  They have resourced a standing Joint Application Design (JAD) group of senior military and government personnel.  These individuals are the recognized Army tactical logistics functional experts. They will act as the interpreters for the requirements under this SOW.   These individuals will be made available to the contractor for the purpose of requirements definition, refinement, and process engineering.  The Contractor shall describe how they will make use of the CASCOM JAD during the requirements, development, and testing of the software as part of their PMP.

5.1.10 . The contractor shall attend meetings as directed and provide trip reports within 5 working days after the conclusion of the trip/meeting.
I. Task Area 1:  Program Management Deliverables

Deliverables
Description (Delivery Date)

Project Management Plan


Which shall include at a minimum project cost, Work and Milestone Planning Schedule (WMPS), software performance factors, system integration/engineering tasks and activities, configuration management tasks, quality assurance procedures, establishment of the overall metrics program, and risk management plan.  The PMP shall also document the process methodology use in software development.  

Conduct Monthly Status Reviews


Status Reviews shall cover at a minimum, project development status, Earned Value Report, Metrics Report, schedule and cost status, project risks, development issues, recommended solutions, program level systems integration activities, personnel turnover rates, demonstrations performed, major government meetings attended, and technologies evaluated as part of the monthly status report. To be conducted no later than the 15th of the month.

Monthly Project Management Status Reports


This report documents the issues and actions coming out of the monthly status reviews.  (To be delivered no later than 5 working days after the Monthly Status Review).

Cost Performance Reports (CPRs)


The contractor shall provide a CPR in accordance with DoD 5000.2-R to include roll-ups of all subcontractor work.  (Due no later than the 15th day of the month.)

Master Schedule Report


Must manage the project critical path documented to Level 6 and reported to the government to Level 4 with explanation of task and integration of the WBS, showing projected and actual timelines.  This shall include subcontractor work.  (Due no later than the 15th day of the month.)

Report Change Requests approved by Configuration Control Board (CCB)
Development change requests must be approved by a project established CCB.  (Due no later than the 15th day of the month.)

Contracts Funds Status Report (CFSR)
The contractor shall provide a CFSR in accordance with DoD 5000.2-R.  (Due no later than the 15th day of the month.)

Work Breakdown Structure (WBS)
The contractor shall provide and report on the WBS report to Level 4 monthly. (Due no later than the 15th day of the month).

TABLE 5-1

5.2   Task Area 2 – System Integration

5.2.1. Systems Integration Engineering, to include systems testing and systems integration, ensuring design integration across all design teams and subcontractors, to integrate the components into a hardware, software, and communications environment. This includes the maintenance of GCSS-A/T test laboratory in the contractor’s facility, which will support the GCSS-Army systems level testing. 

5.2.2. Studies and analysis, to include requirements analysis, interface definition, feasibility, migration, incorporation, or suitability for inclusion in CSS modernization automation.

5.2.3. Requirements engineering to include component identification, business process reengineering, requirements validation through interaction with functional proponent, requirements traceability, business process modeling, business rules, data requirements, COTS/GOTS identification, and interface management.

5.2.4. Data engineering to include the development and maintenance of an enterprise data model, development of the data architecture, data integration, data standardization, and data quality assessments, data mapping, and data migration.

5.2.5. Software engineering to include definition and maintenance of an overall software architecture, definition and construction of common components and system services, software reuse, software performance, software technology assessments, technology insertion, interface engineering, and software development over​sight, testing and integration, to include development environment and test products. 

5.2.6. System engineering to include definition of interim and objective system architecture, modeling of architectural alternatives, system level configura​tion management and overall support for system engineering and operational architecture.  Develop system architecture under the technical references in paragraph 4.2 and the Operational Requirements Document (ORD) found at  http://www.cascom.lee.army.mil.
5.2.6.1. Security engineering to include definition of security architecture, collec​tion and refinement of security requirements, security risk assessments, security engineering support and security testing.  GCSS-A Tier I data is designated as Sensitive But Unclassified (SBU).

5.2.7. Process engineering Quality Assurance and Configuration Management, to include maintenance of the overall Integrated Management Plan, establishment of the overall metrics program, and support and interfacing with other Government process organizations (e.g., Software Program Management Network (SPMN) and Software Engineering Institute (SEI).
5.2.8. The following two tables are the deliverables for Task Area 2.  The Product Reference Column in Table 5-2.2 refers to the reference number within the C4ISR Architecture Framework:
Deliverables
Description

System Architecture Document and subsequent updates
To include interim and objective system architecture, modeling of architecture alternatives, and updates as technical changes are made and additional modules are developed.  The System Architecture shall be based on DoD and Army Operational and Technical Architecture guidelines.

Software Architecture and subsequent updates
To include definition and maintenance of an overall software architecture, definition and construction of common components and system services, software reuse, software technology assessments, interface engineering, and technology insertion

Software Development Plan
Contractor format similar to the description in DI-MCCR-80030A (DoD-STD-2168).  The SDP is used by the Government to monitor the procedures, management, and BPA work effort of the organizations performing software development.

Develop and maintain Graphical User Interface (GUI) Standards
Develop, maintain, and ensure integration of GUI standards across project development efforts.

Develop and maintain Data Architecture and updates to the Enterprise Data Model as required.
Ensure integration of data architecture across all project development efforts to include the development of the Entity Relationship Diagrams (ERD), data mapping, and data migration.

Develop and maintain System Interface Agreements (SIAs) and Interface Design  Documents (IDDs)
Per module

System Administrator Manual
More in-depth manual to allow users with administrator privileges to maintain and manage the GCSS-Army fielded systems.  To be developed for administrator personnel such as:  CSSAMO.

Table 5-2.1

DoD C4ISR Architecture Framework Products

Drafts required early on to support overall System Architecture document

C4ISR PRODUCT

PRODUCT REF.
DESCRIPTION

Overview and Summary Information
AV-1
Scope, purpose, intended users, environment depicted, analytical findings, if applicable

Integrated Dictionary
AV-2
Definitions of all terms used in all products

High-Level Operational Concept Graphic
OV-1
High-level graphical description of operational concept (high-level organizations, missions, geographic configuration, connectivity, etc.)

Operational Node Connectivity Description
OV-2
Operational nodes, activities performed at each node, connectivity and information flow between nodes

Operational Information Exchange Matrix
OV-3
Information exchanged between nodes and the relevant attributes of that exchange such as protocols, media, quality, quantity, and the level of interoperability required

Logical Data Model
OV-7
Documentation of the data requirements and structural business process rules of the Operational View

System Interface Description
SV-1
Identification of systems and system components and their interfaces, within and between nodes

System Communications Description
SV-2
Overarching system communications plan to include, at a minimum, communication services required and supporting infrastructures

System Information Exchange Matrix
SV-6
Detailing of information exchanges among system elements, applications and H/W allocated to system elements

Physical Data Model
SV-11
Physical implementation of the information of the Logical Data Model e.g. message formats, file structures, physical schema

Technical Architecture Profile
TV-1
Extraction of standards that apply to the given architecture

Table 5-2.2

5.3   Task Area 3 – Module Development.  

This includes life cycle software development, including prototyping, requirements analysis, database design, development and administration, data migration, data conversion, quality and cleansing, software de​sign, software build, software testing, documentation, software integration, training/performance support, on-line help, performance engineering, and other material integrated with the appli​cations. The contractor shall provide program level oversight and system integration of the module devel​opers to assure software is designed and developed in one integrated fashion with reusable components (CSU, CSC, etc.) among modules and a common look and feel to each mod​ule.
5.3.1. Formal Reviews.  Formal reviews/audits shall be scheduled throughout the project’s life cycle to permit assessment of the development process, progress, and products.  Note:  formal reviews are not meant to be work group sessions.  Review artifacts are to be made available to the review audience 5 working days prior to the review.
5.3.1.1. Contents of Reviews.  Included in each review is a risk assessment for proposed implementation features, schedule impacts, and requirements, design, or testing deficiencies.  The system architecture, developmental builds, and interface requirements are typically addressed at major reviews.  Demonstrations of working prototypes are evaluated to ensure Government input into the prototype design, development, presentation, and implementation and ensure the Contractor’s understanding of the requirements.  System sizing and growth are also addressed.
5.3.1.2. RESULTS:  The results of all reviews are documented by the hosting organization (normally the Contractor) and provided to all attendees.  During each review, Action Item Lists (AIL) are developed for items requiring further research, analysis, external coordination/decision, and resolution.  The AIL includes the responsible organization and a suspense date for completion.  Status of open AIL are addressed at subsequent reviews until closure.  Risk assessment of the impact of open AIL on subsequent development phases is addressed at all reviews.
5.3.1.3. The following reviews shall be conducted:

5.3.1.3.1.   System Requirements Review (SRR).   The contractor shall refine and record the requirements to be met, per module, by the system including business rules and data requirements and the methods to be used to ensure that each requirement has been meet. This review is conducted to ensure the functional and technical requirements allocation is appropriate and that the preliminary requirements analysis is accurate.  The following documents are reviewed during the SRR:
5.3.1.3.1.1. Software Requirements Specification (SRS) or similar document as found in J-STD-016-1995.
5.3.1.3.1.2. Preliminary Interface Requirements Specification (IRS)

5.3.1.3.2. System Design Review (SDR).  Various aspects of the system requirements allocation, interface, and system design requirements are evaluated and the functional baseline is established.  The Government approved SSS, SRS, and IRS are formally baselined following the SDR.   The documents reviewed at this process will provide the information similar to that specified in the Standard for Information Technology referenced in the above document.  The following documents are reviewed during the SDR:

5.3.1.3.2.1. Updated SRS

5.3.1.3.2.2. System/Subsystem Specification (SSS) or document similar to requirements found in the Standard for Information Technology Software Life Cycle Processes J-STD-016-1995

5.3.1.3.2.3. Preliminary Software Design Document (SDD) 

5.3.1.3.2.4. Preliminary Logical Data Model

5.3.1.3.2.5. Updated Interface Requirements Specifications (IRS)

5.3.1.3.2.6. Software Development Plan (SDP)

5.3.1.3.3. Preliminary Design Review (PDR).  The PDR is held to establish the developmental configuration and assess the adequacy of requirements allocation from the SRS and IRS down to CSCs within the CSCIs, review the interface design, and evaluate the completeness and adequacy of test planning.   The following items are reviewed during PDR:

5.3.1.3.3.1. Software Design Documents (SDD)

5.3.1.3.3.2. Preliminary Interface Design Document (IDD)

5.3.1.3.3.3. Preliminary Unit Test (UT) Test Conditions and Test Cases

5.3.1.3.3.4. Updated Logical Data model

5.3.1.3.3.5. Preliminary Physical Data Model

5.3.1.3.3.6. Preliminary System Architecture Document

5.3.1.3.3.7. Preliminary Benchmark test dataset

5.3.1.3.3.8. Preliminary Data Architecture Document

5.3.1.3.4.   Critical Design Review (CDR).  The CDR is held at the conclusion of detailed design and serves the final checkpoint for assuring the adequacy of system design.  Engineering analyses, trade-offs, and rationale for proposed implementation shall be assessed at the CDR. The following items are reviewed at the CDR:

5.3.1.3.4.1. Updated SDDs

5.3.1.3.4.2. Updated IDDs

5.3.1.3.4.3. Software Test Plan (STP)

5.3.1.3.4.4. Updated UT Test Cases

5.3.1.3.4.5. Data Conversion Process/Tool

5.3.1.3.4.6. Updated Physical Data model

5.3.1.3.4.7. Updated System Architecture Document

5.3.1.3.4.8. Updated Benchmark test dataset

5.3.1.3.4.9. Updated Data Architecture Document

5.3.1.3.4.10. Preliminary Requirements Traceability Matrix (RTM)

5.3.1.3.5. Test Readiness Reviews (TRR).  TRR shall be scheduled prior to Unit Test (UT), Integration Test (IT), System Test (ST), Independent Government Test (IGT), and Operational Test (OT) to assess system readiness, review test documentation, and evaluate schedules, and computer resource requirements.  Entrance/ Exit criteria for moving to the next level of testing (UT, IT, ST, IGT, and OT) shall have no outstanding critical and medium problem reports as described in Table 5-1. The following items are reviewed at the TRR:

5.3.1.3.5.1. Software User’s Manual (SUM)

5.3.1.3.5.2. Updated Software Test Plan to include Test       Schedules and resource requirements

5.3.1.3.5.3. Applicable Test Cases for Each Level of Test

5.3.1.3.5.4. Updated Requirements Traceability Matrix (RTM)
5.3.1.3.6.   Informal Reviews.  Periodic technical interface meetings and project reviews are held by PM GCSS-Army to address issues, problem areas, and assess progress.
5.3.2. Testing Problem Reports:  The following are the descriptions for classification of defects found during software development test.  The contractor cannot proceed to the next level of testing/development before approval by the PM.
Categorization of Problem Reports

CATEGORY
CLASSIFICATION
DESCRIPTION

1
CRITICAL
Failure causes a system crash, unrecoverable data loss, or jeopardizes personnel

2
CRITICAL
Failure causes impairment of critical system functions and no government accepted work around solution exists.

3
MEDIUM
Failure causes impairment of critical system functions, though a workaround does exist

4
LOW REQUIRED
Failure cause inconvenience or annoyance

5
LOW DESIRED
None of the above, or the anomaly concerns enhancement rather than failure

The government reserves the right to group and reclassify problem reports based on functional review of low-level problem reports.

 



Table 5-3.1

5.3.3. Problem Report Categorization Dispute Process.  Defined below is the dispute process for Problem Reports.  No actions under steps 1, 2, or 3 shall change the terms and conditions of any order issued under this BPA.  Changes to the BPA or any orders issued under this BPA shall only be accomplished with a Modification signed by the Contracting Officer.
Step 1 – The contractor and the Government staff (functional and technical representatives) will review the categorization of all defects.  It is expected this will be resolved within 24 hours.  If there is disagreement on categorization of a defect between these groups, proceed to Step 2.

Step 2 – The contractor’s program manager and the Army’s Deputy Program Manager shall review the categorization to resolve the disagreement at this level.  It is expected this will be resolved within 24 hours.  If not resolved, move to step 3.

Step 3 – The contractor PM and the PM GCSS-A/T shall review for resolution.  It is expected this will be resolved within 24 hours.  If not resolved under this step, the Government’s position will be accepted and documented by the Contracting Officer.

5.3.4.   Task Area 3 Continued – Deliverables.  Results of requirements, design, building and testing activities, shall be documented in summary reports, which reflect the state of engineering repositories.  The Government will be provided on-line access at any time for immediate review of the repository status and contents.  Software and documentation shall be packaged and delivered to the Government in accordance with defined procedures.  Progress of module development shall be reported in the Monthly Status Report.
5.3.5. The contractor shall develop and provide all the deliverables described above.  Many of these will be reviewed during the key milestones under which they are referenced both here and within the Award Fee Plan.  Additional information for some of these deliverables is provided in Table 5-3.2 below for Task Area 3: Module Development:
Module Development Deliverables
Deliverables
Description

Software Design Documents (SDD)
The SDD describes the complete design of a Computer Software Configuration Item (CSCI).  It describes the allocation of requirements from a CSCI to its CSCs and CSUs. It shall include Business Process and Data Flow Diagrams. Provided as attachments should be the SRS or SSS, and IRS. The SDD is used by the contractor for three primary purposes, namely:


a. Present the preliminary design at the Preliminary    

Design Reviews (PDRs).


b. Present the detailed design at the Critical Design 

Reviews (CDRs).


c. Use the design information as the basis for building each CSU.

Software Version Description  (SVD)
Allows the Government to track and control versions of software to be released to the operational environment. 

Software User Manual
The Software User Manual provides user personnel with instructions sufficient to execute one or more related Computer Software Configuration Items (CSCIs).

Update and Maintain Requirements Database
Baselined Requirements set for given modules.  The requirements baseline is Government owned.  Changes to the baseline shall be approved by Government representatives.

Development Artifacts Backup
To include, at a minimum, requirements baseline, all build development artifacts (development repository), enterprise data model, system architecture artifacts, development documentation, and other items as deemed necessary by PM GCSS-Army.

Process Methodology Document
Systematic and well-documented software development methods to perform requirements analysis, design, building, integration, and testing of the deliverable software.  The contractor shall develop a Process Methodology Document, and required updates, that clearly states the process and approach for software development.






TEST DELIVERABLES


Software Test Plan & Subsequent Updates
Test Processes and Documentation in accordance with IEEE 12207: Software Development Processes, MIL-STD-498: Software Development and Documentation, AR 73-1.

Develop and maintain Test Conditions, Test Cases, Test Scenarios, Benchmark Test Dataset, Requirements Traceability Matrix (RTM), and Results
Must be completed before testing begins for UT, IT, ST, IGT, and OT



Configuration Management Plan
Configuration Management Procedures and Documentation in accordance with:  IEEE 1042 Configuration Procedures and Documentation, MIL-STD-973, and DA PAM 25-6

Table 5-3.2

5.4   Task Area 4 – Training, PDSS, Installation Testing and Fielding Support.  

This includes the following functions:

5.4.1. Training shall include the development of various training tools, consisting of a combi​nation of performance support training and stand-up training to assist the end user in the successful performance of system tasks.

5.4.2. Post Deployment Software Support (PDSS), to provide follow-on software maintenance support, conduct replacement and refresher training, in​corporate system updates, provide help desk or user assistance support, provide technical experts and consultation.

5.4.3. Support for Testing and Software Baseline Release/Extension (GCSS-A/T), to include planning and coordination for releases to Army installations.  This may include documentation of the existing installation technical architectures and ADP environments, planning and integration of a test bed supporting software baseline releases, installation, testing and integration of released software, demonstration and evaluation of applicable technology, and evaluation of COTS that may be inserted into the GCSS-A/T system. 

5.4.4. Fielding support as required by the PM.

Task Area 4:  Training, PDSS, and Installation Software Release/Fielding Support

Deliverables
Description

New Equipment Training (NET) Plan and updates
Upon completion of Material Fielding Plan

Training Support Package (TSP) Style Guide
Upon completion of Material Fielding Plan

Training Support Packages (TSPs)
Based on TSP Style Guide

Program of Instructions (POIs)
Based on draft POI

Performance Support Materials
Based upon Government approved Training Plan 

Software build and documentation release packages for fielding, as directed by PM GCSS-Army
Per module release and subsequent updates and change packages

Help Desk or User Assistance Support
Develop and maintain help desk in support of fielding and PDSS

Gold disk
Create and maintain master disk to expedite loading and deployment

PDSS Monthly report of findings
To be provided monthly within 5 working days after month end.

Other PMO GCSS-Army support as needed
TBD





Table 5-4

6. Reference List:  

The following is a list of Web sites that provide related information:

6.1. http://www.cascom.lee.army.mil/automation/GCSS-Army_Global_Support_System-Army/Requirement
6.2. http://www.gcss-army.lee.army.mil
6.3. http://www.wlmp.com
6.4. http://arch-odisc4.army.mil/aes/aea/jta-a/html/homepage.htm
7. Administration. 
7.1. Only the Contracting Officer has the authority to represent the Government in cases where the project requires a change in the terms and conditions, delivery schedule, scope of work, and/or price of the products and/or services acquired under any orders to this BPA.
7.2. A copy of all reports and/or deliverables shall be forwarded to the Contracting Officer, the Contracting Officer’s Representative (COR), and the cognizant task COR.
7.3. The COR shall be solely responsible to provide the contractor with the government’s comments or approvals for all deliverables.  The process for the Contractor and PM to resolve problems shall be the same as in par 5.4.6.  Direction shall come solely from the Contracting Officer for any deliverables under dispute.
8. Deliverables and Delivery Schedule:  

All deliverables unless specifically stated by the government can be provided electronically or on magnetic media and must be followed up by one hard copy to the COR. 

PROGRAM MANAGEMENT DELIVERABLES

Deliverable
Special Instructions
Delivery Date
Required Evaluation

Project Management Plan
See par 2.2, 5.1, 5.1.8
Quarterly/and as required
 Quarterly

Monthly Status Review
See par  5.1.1, 5.1.3, 5.3.4
NLT 15th of month


Cost Performance Report
See par 5.1.5
NLT 15th of month


Master Schedule Report
See par 5.3
NLT 15th of month


Change Request / CCB
See par 5.1.3, 5.3 
NLT 15th of month


Work Breakdown Structure (WBS)
See Table 5-1
NLT 15th of month


Contracts Funds Status Reports
See par 5.3
NLT 15th of month


SYSTEM INTEGRATION DELIVERABLES

Deliverable
Special Instructions
Delivery Date
Required Evaluation

System Architecture Document w/updates
See Table 5-2.1
Per PMP with updates as required


Software Architecture w/updates
See Table 5-2.1
Per PMP with updates as required


Software Development Plan
See Table 5-2.1
Per PMP
At SDR

Develop and maintain Graphical User Interface Standards
See Table 5-2.1
As required


Develop and maintain Data Architecture and updates to Enterprise Data Model
See Table 5-2.1
Per PMP with updates as required


Develop and maintain System Interface Agreements and Interface Design Documents
See Table 5-2.1
As required


System Administrator Manual
See Table 5-2.1
Per PMP with initial fielding


DOD C4ISR ARCHITECTURE

Deliverable
Special Instructions
Delivery Date
Required Evaluation

Overview and Summary
See table 5-2.2 & AV-1
Per PMP


Integrated Dictionary
See table 5-2.2 & AV-2
As required


High-Level Operational Concept Graphic
See table 5-2.2  & OV-1
As required


Operational Node Connectivity
See table 5-2.2  & OV-2
As required


Operational Information Exchange Matrix
See table 5-2.2  & OV-3
Per PMP


Logical Data Model
See table 5-2.2 & OV-7
Per PMP


System Interface Descriptions
See table 5-2.2 & SV-1
As required


System Communications Descriptions
See table 5-2.2 & SV-2
Per PMP


System Information Exchange Matrix
See table 5-2.2  & SV-6
Per PMP


Physical Data Model
See table 5-2.2  & SV-11
Per PMP


Technical Architecture Profile
See table 5-2.2  & TV-1
As required


MODULE DEVELOPMENT DELIVERABLES

Deliverable
Special Instructions
Delivery Date
Required Evaluation

Software Design Documents
See Table 5-3.2
Per PMP
At PDR and CDR

Software Version Description 
See Table 5-3.2
Per PMP
At IGT

Software User Manual
See Table 5-3.2
Per PMP
At TRR

Update and Maintain Requirements Database
See Table 5-3.2
As required
At Requirements Review

Development Artifacts Backup
See Table 5-3.2
As required


Software Test Plan
See Table 5-3.2
Per PMP
At PDR and CDR

Develop and maintain Test Cases, Scenarios, Benchmark Test Data Base, Requirements Traceability Matrix (RTM), and results.
See Table 5-3.2
Per PMP


Configuration Management Plan
See par 5.1.3& 5.1.10, Table 5-3.2
Per PMP


DEPLOYMENT/PDSS DELIVERABLES

Deliverable
Special Instructions
Delivery Date
Required Evaluation

New Equipment Training Plan
See Table 5-4
Per PMP


Training Support Package Style Guide
See Table 5-4
Per PMP


Training Support Packages
See Table 5-4
Per PMP


Develop Draft Program of Instruction
See Table 5-4
Per PMP


Program of Instructions
See Table 5-4
Per PMP


Performance Support Materials
See Table 5-4
Per PMP


Software build and documentation release package
See Table 5-4
Per PMP


Help Desk/User Assistance
See Table 5-4
Per PMP


PDSS Monthly Report
See Table 5-4
NLT 15th of month






TABLE 8-1

9.  Security.  

9.1. The government will help in obtaining or providing all necessary permits and escorts; including but not limited to temporary identification that allows contractor personnel access to sites.

9.2. Security Clearances.  

9.2.1. All contractor employees assigned to Performance Work Statements Requirements which require a password to obtain access to use computer resources shall require a National Agency (CONFIDENTIAL) check processed through and conducted by the contractor’s supporting Defense Industrial Security Clearance Office (DISCO).

9.2.2. All personnel required to visit classified sites shall have the appropriate level of security clearance.  Contract personnel involved in system extensions to work sites requiring secret clearance (TDY at Government activities), shall posses a SECRET security clearance. 
9.2.3. There is also a potential for certain development and design work (for example; working with Command and Control systems, interface requirements, and accreditation) that will require SECRET security clearance. The government requires that all key personnel as defined in par.15 of the SOW shall have security clearance of SECRET. All contractor personnel not required to possess a CONFIDENTIAL or SECRET clearance shall have at a minimum a background investigation.

10.  Place of Performance.  

The majority of the work will be performed at the Contractor's site. Some work will be performed at Government site, primarily Fort Lee, VA and Fort Hood, TX.  The contractor shall establish a liaison site within a 30-minute drive of the PMO GCSS-A/T office at Fort Lee. Other government work sites will be added as required. Significant travel to Fort Lee shall be required, as well as trips to various other STAMIS locations, for the purpose of performing required tasks.
11.  Conflict of Interest.  

Contractor employees, or subcontractor employees, may be subjected to meeting conflict of inter​est standards as appropriate for tasks resulting from this SOW.  The existence of a conflict of interest shall be determined by the Contracting Officer.
12. Unauthorized Disclosure.

12.1. The Contractor shall protect from unauthorized disclosure any materials or information made available by the Government, or that the Contractor has access to by virtue of the provisions of this BPA, that are not intended for public disclosure.

12.2. In the event that subtasks issued under this Task Order require the Contractor to gain access to the proprietary or sensitive information of Government agencies or organizations, the Contractor shall be required to execute written agreements with those agencies/organizations, to protect the information from unauthorized disclosure and refrain from using it for any purpose other than for which it was furnished.

13. Government Furnished Property.

13.1. The Government will provide access to installations, facilities and documentation (as appropriate) to allow the contractor to satisfy the provisions of the SOW.
13.2. Government furnished equipment in support of specific requirements, studies, and testing shall be furnished as identified as required. The contractor shall maintain an ade​quate property control system to account for and control government property.
14. Y2K Compliance.  
In accordance with FAR 39.106, the contractor warrants that GCSS-Army system hardware, software, and firmware product delivered under this BPA or any orders to this BPA shall be able to accurately process date data (including, but not limited to, calculating, comparing, and sequencing) from, into, and between the twentieth and twenty-first centuries, including leap year calculations, when used in accordance with the product documentation provided by the contractor, provided that all listed or unlisted products (e.g., hardware, software, firmware) used in combina​tion with such listed item properly exchange date data with it. If the BPA or any orders issued under this BPA requires that specific listed products must perform as a system in accordance with the foregoing warranty, then that war​ranty shall apply to those listed products as a system. The duration of this warranty and the reme​dies available to the Government for breach of this warranty shall be as defined in, and subject to, the terms and limitations of the contractor's standard commercial warranty or warranties contained in this BPA or any orders issued under this BPA, provided that notwithstanding any provision to the contrary in such commercial warranty or warranties, the remedies available to the Government under this warranty shall include repair or replacement of any listed product whose non-compliance is discovered and made known to the contractor in writing within ninety (90) days after acceptance. Nothing in this warranty shall be construed to limit any rights or remedies the Government may otherwise have under this BPA or any orders issued under this BPA with respect to defects other than Year 2000 performance.

15.  Key Personnel.  

Key personnel for this BPA and any order issued under this BPA are defined as the Work Breakdown Structure (WBS) Managers/Owners to level 3.  The Government requires resumes for these individuals for purposes of evaluating the contractor’s proposals.  Upon award of this BPA, should the contractor wish to substitute any of these key personnel, the contractor shall submit resumes outlining the credentials of the proposed replacement.  The government will review to ensure that the new key person’s credentials are of equal or higher value prior to acceptance. 
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