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RADIO FREQUENCY IDENTIFICATION SPECIFICATION

AND STATEMENT OF WORK

1. RADIO FREQUENCY IDENTIFICATION ACQUISITION OBJECTIVES.
The objectives of Radio Frequency Identification (RFID) acquisition are to provide a common, integrated structure for logistic tracking, locating, and monitoring assets and other objects of interest, and data collection, storage, retrieval, processing, and transmission.  RFID technology will provide standardization and interoperability among government users of RFID components purchased from this Contract.

1.1 DESCRIPTION AND SPECIFICATION.

This Description and Specification sets forth the requirements for the Radio Frequency Identification (RFID) technology acquisition.  For the purposes of this Contract, RFID components are those commercially available items necessary for Radio Frequency Identification, the tracking of tagged objects, data collection, keyless data entry, data processing (for example, processing Electronic Data Interchange/Universal Naming Electronic Change for Commerce and Transport transaction sets for fuel processing and tracking functions), data storage, and retrieval.  The RFID Contract will provide RFID hardware and software that will be used in fixed and mobile installations.  RFID requirements include microprocessor-based, Radio Frequency Identification hardware, software, and services; Active and Passive Radio Frequency (RF) Transponders; Active Fixed, Transportable, and Hand-held Interrogators; Passive Fixed, Transportable, and Hand-held Interrogators; RF Relays; PC Memory Cards; Rechargeable Batteries and Battery Chargers; Solar Power Sources; Software (Operating Software for PC, Operating Software for Hand-held Interrogator, and Application Development Software); upgrades and updates to all delivered Software; Separately Orderable Components; Contractor-provided Technical Engineering Services (Pre-installation Surveys, Installation, De-installation, and Relocation of RFID components); Software Development Services; System Integration; Maintenance; and Training.

1.2 GENERAL.

The Government intends to use RFID technology in applications that demand performance on a higher level than that available with bar code and other automated data storage and retrieval technologies.  RFID Transponders (more commonly known as "Tags") will be affixed to assets or other objects of interest to capture and transmit varying amounts of data, which can be stored (either permanently or temporarily) and processed.  The Government will use RFID Interrogators to communicate with Transponders through RF energy.  The Interrogator shall read information from, and write information to, a Transponder.  This feature enables a user to locate, track, and monitor the status of a Transponder and its associated object, or to alter the data stored in a Transponder.  Interrogators, Transponders, and RF Relays may be linked together to create an RFID system network.

1.3 RFID APPLICATIONS.

Some anticipated applications of RFID technology include, but are not limited to:


a.  Inventory and warehousing environments;


b.  Large open-area storage facilities (austere marshaling areas, and staging and assembly areas), with or without electrical power or an established communications infrastructure;


c.  The control of maintenance, repair, and tracking facilities;


d.  The control of entry and exit points of military facilities, and roadside installations;


e.  Restricted office and laboratory environments;


f.  The control of transactions at custody exchange points (for example, weapons issue facilities);


g.  The military transportation community (for example, seaports and air terminals), and petroleum distribution points (including fueling operations at airports, in-flight, and at sea);


h.  The handling of hazardous, explosive, or otherwise regulated materials; and


i.  The control of military convoys.

1.4 GEOGRAPHIC LOCATIONS.

RFID components will be used by the Department of Defense (DoD), the Coast Guard (CG), and other Federal Agencies in various Continental United States (CONUS) and Outside Continental United States (OCONUS) locations.

1.5 ATTACHMENTS AND EXHIBITS.

The following exhibit is contained in this Part:


Exhibit-A — Safe Separation Distance Between a RF Source and Unshielded Munitions Containing 10 mA No-fire Current Electro-explosive Devices (EEDs).

2. APPLICABLE DOCUMENTS.

The following information is provided for ordering applicable documents:

2.1 FEDERAL INFORMATION PROCESSING STANDARDS.

Copies of the Federal Information Processing Standards (FIPS) may be obtained from:


a.
U.S.  Department of Commerce



National Technical Information Service



5825 Port Royal Road



Springfield, VA  22161


b.
Telephone:  (703) 487-4650

2.2 AMERICAN NATIONAL STANDARDS INSTITUTE.

Copies of ANSI and ISO standards may be obtained from:


a.
American National Standards Institute



1430 Broadway



New York, NY  10018


b.
Telephone:  (212) 642-4900


e.
Assist Help Desk:  (215) 697-6257 / 6396

2.3 FEDERAL COMMUNICATION COMMISSION REGULATIONS.

Federal Communications Commission Regulations may be obtained from the following source:


a.
International Transcription Services



2100 M Street, N.W., Suite 140



Washington, DC  20037


b.
Telephone Ordering:  (202) 857-0611

3. CONTRACT TERMINOLOGY AND GENERAL REQUIREMENTS.

3.1 DEFINITION OF TERMS.

The following are definitions of terms used in this Specification.  All other definitions and meanings used in this specification shall be those which are commonly used in the Radio Frequency Identification Technology industry.


An Active Transponder contains a battery that provides the power to respond to an Interrogator, and to perform other internal functions within the Transponder.


A Passive Transponder may or may not contain a battery; however, the power source used by the Passive Transponder to respond to an Interrogator is derived from radiated energy from the Interrogator (beam-powered).


Continental United States (CONUS) — All locations and sites within the 48 contiguous States.


Industrially Hardened Components — Components that can operate in a warehouse or manufacturing setting and are capable of surviving the rough treatment and handling often found in shipping areas, loading docks, catwalks, ladders, or on the floor of a manufacturing facility.


Intrinsically Safe Components — Components that are capable of safe operation in hazardous locations or sites that contain explosive atmospheres, such as munitions storage areas, fuel handling and storage areas, and areas near volatile chemicals.


Mission Oriented Protective Posture (MOPP) Gear — Protective gear worn for a wide spectrum of environmental conditions which include, but are not limited to, extreme cold, heat, rain, snow, salt, fog, blowing dust or sand, and biological or chemical agents.


Outside Continental United States (OCONUS) — All locations outside the 48 contiguous States of the U.S.  OCONUS locations include, but are not limited to, Alaska, Hawaii, U.S. Territories and Possessions, Europe, Asia, and Australia.


Official Hours of Operation — Official hours of operation are from 8:00 a.m. to 5:00 p.m. local time, Monday through Friday, excluding Federal holidays, for each Government facility possessing RFID components.


Tracking Number — A number assigned by the Contractor and furnished to the RFID user to assist in quickly ascertaining the status of components returned for warranty or maintenance service.


Year 2000 compliant —- Year 2000 compliant means information technology purchased under this contract that complies with Part C-1-1(s) of this contract. 

ACRONYMS.

The following are acronyms used in this Specification:


AC

Alternating Current


CONUS
Continental United States


COR

Contracting Officer's Representative


DoD

Department of Defense


EC

Engineering Change


FCC

Federal Communications Commission


ITIC

Integrated Transponder-Interrogator Configuration


MESR

Monthly Equipment Service Report


MOPP
 
Mission Oriented Protective Posture


OCONUS
Outside Continental United States


OEM

Original Equipment Manufacturer


PC

Personal Computer


PCMCIA
Personal Computer Memory Card International Association


PM

Product Manager


RFID

Radio Frequency Identification

4. RFID REQUIREMENTS.

The Contractor shall provide all necessary RFID hardware, software, cables, connectors, peripherals, maintenance, training, technical services, and documentation to operate and maintain the RFID configuration as stated in this Specification, and as defined in the paragraph entitled “INTEGRATED TRANSPONDER-INTERROGATOR CONFIGURATION”.  Because of the diversity of applications, the Contractor shall provide the Technical Engineering Services necessary to configure, install, integrate, operate, and maintain the appropriate hardware and software to satisfy specified applications.  All RFID hardware, firmware, and software purchased under this contract shall be Year 2000 compliant.

4.1 OPERATIONAL ENVIRONMENT.

RFID components shall be capable of operating in diverse environments, and under a full spectrum of climatic conditions.  RFID components may be subjected to rough handling, shock, and vibration during transportation, setup, and dismantling.  RFID components shall be capable of use in industrial, hazardous, and ordnance environments, on board surface and subsurface naval vessels, aircraft, tanks, in conditions that range from protected and controlled (office settings) to extremely harsh and severe environments (desert and Arctic areas where temperatures range from -4 to +120 degrees Fahrenheit), and in areas with high levels of electromagnetic noise and interference.  RFID components shall operate under conditions where the components may be subjected to sun, rain, snow, ice, humidity, blowing dust or sand, salt water, or sudden, large changes in ambient air pressure.  The Contractor shall certify that the provided components meet applicable Environmental Policy Act requirements.

4.2 INDUSTRIAL ENVIRONMENT.

In this environment, RFID components may be subjected to rough handling, continuous operational use, vibration, dropping onto hard surfaces, and shock caused by transportation over rough terrain.  The Government requires industrially hardened Hand-held Interrogators for this environment.

4.3 HAZARDOUS ENVIRONMENT.

In hazardous environments, the Government requires Intrinsically Safe Hand-held Interrogators that shall be certified as capable of safe operations in the locations defined by the National Electrical Code for at least Class 1, Division 2, Groups A, B, C, and D, and Class 2, Division 2, Groups F and G, and Class 3, Division 2 locations.

4.4 ORDNANCE ENVIRONMENT.

Active RFID equipment is intended for tactical environments. The Contractor shall certify with the submission of the proposal, that Active Transponders are safe to use as close as one inch — and Active Hand-held and Active Transportable Interrogators are safe to use as close as five inches (one inch desired) — from unshielded munitions that contain 10 mA no-fire current, electro-explosive devices (EEDs).  This certification shall be required for each type of Active RF component provided on the Contract, throughout the life of the Contract.  A determination of the required safe separation distance can be made by referring to the graph entitled "Safe Separation Distance Between an RF Source and Unshielded Munitions Containing 10 mA No-fire Current Electro-Explosive Devices (EEDs)" in Exhibit-A.  This graph relates safe separation distances to irradiated output power as a function of operating frequency.  Although many ordnance items have no EEDs, and other items have EEDs that are less sensitive to RF energy, this requirement represents a worst-case scenario that ensures safe operation around what frequently is unknown ordnance (unknown to transporters and others).  All Interrogators, Transponders, and RF Relays shall be furnished with a warning label that clearly indicates the safe separation distance that must be maintained between ordnance and the irradiating source.

4.5 RADIO REGULATORY COMPLIANCE.

The RFID configuration shall support non-licensed communication in compliance with the U.S. Department of Commerce National Telecommunication and Information Administration, Manual of Regulation and Procedures for Federal Radio Frequency Management, ANNEX K (Non-licensed Devices), as well as Federal Communications Commission Code of Federal Regulations, Title 47, Part 15, Radio Frequency Devices, or equivalent regulations.  RFID devices shall be capable of operating at a frequency and radiated output power that does not require special operational licensing by the Government or host nation.  The Government desires RFID hardware that operates in frequencies that are approved for worldwide use in as many countries and locations as possible.

4.6 INTEGRATED TRANSPONDER-INTERROGATOR CONFIGURATION.

The Government requires RFID components that can be combined to create an Integrated Transponder-Interrogator Configuration (ITIC) that has the capability of two-way communications among Interrogators, RF Relays, and Transponders.  The Contractor-provided components shall integrate into an ITIC network configuration, using RF Local Area Network connectivity protocols, to accomplish the automated collection, storage, retrieval, processing, receipt, and transmission of data.  The ITIC shall be provided with software that shall permit the Government user to operate, control, and execute the functions of the RFID configuration requirements, such as control and functioning of the RFID Interrogators, Transponders, RF Relays, and any other peripheral components requiring Government-user control.  The Active ITIC network shall be intra-operable for all Active Interrogators, RF Relays, and Transponders provided in this Contract.  The Passive ITIC network shall be intra-operable for all Passive Interrogators, RF Relays, and Transponders provided in this Contract.  Active and Passive ITIC networks shall be capable of being integrated at the host level to use common databases, operating software, and user interfaces when these networks are fielded together.  The ITIC network shall be capable of managing the activities of a minimum of 100 Interrogators through a single host computer and host computer connection.  The Government desires the capability to manage more than 100 Interrogators via the ITIC.  The ITIC network shall be capable of automatically detecting and reporting to the host computer, any additional Transponders introduced into the environmental domain without requiring the user to make changes to the network configuration. In the event that one or more Interrogators within the network fails or is removed, this condition shall not affect the proper operation of other Interrogators in the ITIC network.

4.7 ORIGINAL EQUIPMENT MANUFACTURER ENGINEERING CHANGES.

All Original Equipment Manufacturer (OEM)-sponsored Engineering Changes (ECs) adopted prior to the date of contract award shall be incorporated into the hardware and software delivered under this Contract.

4.8 CONNECTIVITY TO GOVERNMENT-OWNED COMPUTERS.

The Government currently uses a wide variety of 386, 486, and Pentium processor-based computers that are, at a minimum, AT-compatible, and that shall connect with the Contractor-provided RFID components.  The Government desires further compatibility with other platforms. Connections shall be in accordance with standard protocols (for example, RS-232, RS-485 connections, RF Modems, such as Ultra-high Frequency, Narrow-band and Spread-spectrum RF Modems).

4.9 SECURITY.

As a minimum, the Government requires that Contractor provided RFID software provide the capability to initiate password protection at the application level.

4.10 HARDWARE AND SOFTWARE REQUIREMENTS.

4.10.1 Power Requirements.

All AC powered RFID electrical devices shall be FCC Class B and Underwriters Laboratory (UL) or equivalent certified.  The Contractor shall provide appropriate fuses, adapters, and cables for RFID components that will allow the use of locally available commercial power.  The Contractor shall provide the capability to allow a user to easily select power requirements.  RFID components shall be compatible with the power supply, and power outlets or connectors, for the geographical area in which it is to be operated (as specified in the Delivery Order).  The Government operates on a routine basis in the following geographical areas:

	GEOGRAPHICAL AREA


	VOLTAGE
	CYCLE
	PLUG  TYPE

	CONUS, ALASKA, HAWAII, U.S. POSSESSIONS AND TERRITORIES
	115 VOLTS
	60 HERTZ
	TYPE 1

	WESTERN EUROPE:

EITHER 

OR
	127 VOLTS

220 VOLTS
	50 HERTZ

50 HERTZ
	TYPE 2

TYPE 2

	JAPAN AND KOREA
	110 VOLTS
	50 OR 60 HERTZ
	TYPE 3

	PANAMA:

EITHER

 OR
	115 VOLTS

120 VOLTS
	60 HERTZ

60 HERTZ
	TYPE 3

TYPE 3

	GERMANY
	220 VOLTS
	50 HERTZ 
	TYPE 4

	LEBANON:

 EITHER

OR
	110 VOLTS

220 VOLTS
	50 HERTZ

50 HERTZ
	TYPE 2

TYPE 2

	KUWAIT
	240 VOLTS
	50 HERTZ
	TYPE 2

	SAUDI ARABIA:

EITHER 

OR
	127 VOLTS

220 VOLTS
	50 OR 60 HERTZ

50 OR 60 HERTZ
	TYPE 2

TYPE 2


NOTES:


a.  Plug Type 1 is the conventional, U.S. 2-blade-plus-ground-pin safety connector.


b.  Plug Type 2 is the European, 2-prong connector with 4mm diameter prongs at 19mm distance.


c.  Plug Type 3 is the older, U.S. 2-blade connector.


d.  Plug Type 4 is the German safety connector with 5mm diameter prongs at 19mm distance, with an additional ground connector.

4.10.2 Battery-operated RFID Interrogators.

Each battery-operated Interrogator shall be delivered with two sets of rechargeable batteries and an AC Adapter.

4.10.2.1 Rechargeable Batteries.

Rechargeable Batteries shall provide sufficient capacity to allow a minimum of four hours of continuous Interrogator operation, assuming active Interrogator-Transponder communication for 20 minutes of each hour during that four-hour period.  The Government desires Rechargeable Batteries with an operating life greater than four hours.  Rechargeable Batteries shall not require discharge in order to attain full functionality and total rated battery capacity.  Rechargeable Batteries shall be capable of charge operations without removal from RFID components, and all Rechargeable Batteries shall be user-replaceable by hand or with the use of commonly available tools.  The Contractor shall provide Battery Chargers as Separately Orderable Components.  The Contractor may provide Battery Chargers designed either to charge a single operating set of batteries, or to charge multiple battery sets concurrently.

4.10.2.2 AC Adapters.

The Contractor shall provide external AC Adapters for battery-operated RFID Interrogators that permit the operation of Interrogators from the commercial power source of the country in which the component is located (as specified in the Delivery Order).  The battery-powered RFID components shall function on AC Adapter power alone, regardless of battery charge condition.  The Contractor shall provide AC Adapters as Separately Orderable Components.

4.10.2.3 Active and Passive Hand-held Interrogator Low-Power Operation.

At a minimum, battery-operated Active and Passive Hand-held RFID Interrogators shall provide the user with a low battery power indicator.  The low-battery power indicator shall provide the user with at least five minutes of advanced warning of an automatic shutdown.  The Government desires the capability to display an indication of the amount (percent) of operating battery power remaining.  To preserve stored data and to conserve power, battery-operated Hand-held Interrogators shall automatically shut down before battery power is completely exhausted.  Battery-operated Hand-held Interrogators shall have an automatic, user-definable, time-out capability to conserve battery power during periods of inactivity.  The Government desires a feature that allows the user to terminate the time-out period and restore full operation with a single command to the Interrogator.

4.10.3 The Active RFID Configuration.

4.10.3.1 General Requirements.

The Contractor shall provide Active RFID Interrogators with an omnidirectional read and write capability for each Contractor-provided Active Transponder (including the Active portion of Active/Passive Transponders, if provided by the Contractor), at a minimum unobstructed distance up to 300 feet.  Active Interrogators shall be capable of non-line-of-sight communication with Active Transponders.  Active Interrogators shall be capable of discriminating among and communicating with any one Active Transponder among many, and the Active Interrogator shall be capable of managing at least 250 Active Transponders within the communication range of the Interrogator.  Active Interrogators shall be capable of simultaneously searching for user-specified data among multiple Active Transponders.  Active Interrogators shall be capable of interfacing with Contractor-provided RF Relays to extend the range of the RF signal.  The Government desires the fastest possible data transfer rate, using both RF and direct connection, between Active Interrogators and Active Transponders.  The Contractor shall certify that the static RF data transfer rates between Active Interrogators and Active Transponders is at least 9600 baud during periods of actual data transmission.  The Government desires higher data transfer rates.  The contractor shall provide Active Transponders capable of transmitting at least 16 bytes of information to an Active Interrogator while the transponder is moving past the Interrogator at velocities up to 40 miles per hour.  The Government desires the capability to transfer more than 16 bytes of information under the above conditions.

4.10.3.2 Active Fixed RFID Interrogator.

4.10.3.2.1 Functional Requirements.

The Active Fixed RFID Interrogator shall be easily mountable in a fixed location using the Mounting Kit provided with the Interrogator.  The Active Fixed Interrogator shall operate at heights up to 30 feet above ground level.  The user shall have the capability to set a time interval and define the associated number and duration of interrogation cycles.  The Active Fixed Interrogator shall have a minimum of 128 Kbytes memory.  The Contractor shall provide a Mounting Kit as a Separately Orderable Component.

4.10.3.3 Active Transportable RFID Interrogator.

4.10.3.3.1 Functional Requirements.

The Active Transportable RFID Interrogator shall be easily mountable in a fixed location on a temporary basis, using the Mounting Kit or Mounting Structure provided with the Interrogator.  Accordingly, the Contractor-provided Mounting Kit shall allow the user to securely attach, and easily detach, the Active Transportable Interrogator to manmade and natural structures.  Transportable Interrogators shall be operable from vehicle electrical systems; the voltages of 12 to 24 VDC (nominal) and 120 VAC shall be supported.  The Contractor shall provide all Adapters and Cables required for operation from vehicle electrical systems with the Active Transportable Interrogator, and as Separately Orderable Components.  The Government desires an Active Transportable Interrogator that is provided with a Solar Power Source of sufficient capacity to power the Interrogator, or to charge the batteries.  The Active Transportable Interrogator shall operate at heights up to 30 feet above ground level.  The Active Transportable Interrogator shall have a minimum of 128 Kbytes memory.  The Contractor shall provide Rechargeable Batteries, a Battery Charger, a Mounting Structure, a Solar Power Source (if provided), AC and DC Power Adapters and Cables (vehicle electrical systems), and the Mounting Kit as Separately Orderable Components.

4.10.3.4 Active Hand-held RFID Interrogator.

4.10.3.4.1 Functional Requirements.

The Contractor shall provide an intrinsically safe and industrially hardened Active Hand-held RFID Interrogator.  The Active Hand-held Interrogator (HHI) shall have an internal memory capacity of at least 512 Kbytes; however, the Government desires a larger memory capacity.  The Active HHI shall be user-programmable, and shall provide the user with assistance or prompts to perform required functions.  The Government desires an HHI that features a PC Memory Card slot for extended memory.  The Active HHI shall be portable and lightweight, and powered by Rechargeable Batteries and an AC Adapter.  The Active HHI, antenna, power supply, and any component required for operation shall be integrated into a single, hand-held unit.  The Government desires the Active HHI to incorporate a feature that allows the user to physically locate and identify an individual Active Transponder-tagged object in an area that contains numerous Active Transponder-tagged objects.  The Active HHI shall use an operating system that is compatible with MS-DOS®, and shall have a manual data input interface as well as user-programmable functions.  The manual data input interface shall utilize a full alphanumeric data entry system (26 alpha and 10 numeric characters).  The Active HHI shall have a user-selectable, night-readable display, capable of displaying at least 80 characters without scrolling; however, the capability to display more than 80 characters without scrolling is desired.  The Contractor shall provide a suitable Holster for the user's convenience when carrying the Interrogator.  The Government desires Active HHIs that can accept Code 39 and PDF-417 bar code input.  The Contractor shall provide Rechargeable Batteries, Battery Chargers, Holsters, and AC Adapters as Separately Orderable Components.

4.10.3.5 Active RFID Transponders.

4.10.3.5.1 General Requirements.

The Government requires RFID Transponders that are industrially hardened, and that can be easily and securely attached to, or detached from, existing conveyance equipment.  Attachment of Transponders to conveyance equipment shall require no modifications to the conveyance equipment, and shall be user-replaceable by hand or with the use of commonly available tools.  The Contractor shall provide customized attachment methods for Contractor-provided Transponders.  Transponders shall have the capability to be read from, and written to, at distances specified in this Part.  RF signal transmission and reception shall be unaffected by Transponder orientation.  All Active Transponders shall have a unique, pre-set serial or identification number furnished by the Contractor.  The Transponder antenna(s) shall be internal. The Contractor shall provide Batteries for Transponder internal power, when required.  Batteries shall be user replaceable by hand or with the use of commonly available tools, shall not require Transponder removal or dismounting to replace the Batteries, and shall have a minimum useful life of four years (assuming two interrogations of 16 bytes each per day).

4.10.3.5.2 Functional Requirements.

The Government requires RFID Transponders that meet widely varying requirements.  These Transponders will be used in industrial, hazardous, and ordnance environments described in this Part.

4.10.3.5.3 Active RFID Transponders.

The Contractor shall provide at least three types of Active Transponders with memory sizes ranging from at least 2 Kbytes to at least 128 Kbytes.  At least one type of the Contractor provided Active Transponders shall be configured to accept input from sensors (for example, temperature, humidity, vibration, or shock sensors), and be capable of initiating communications with Interrogators, when triggered by sensor input.  Active Transponders shall provide an indication of low Transponder battery power to the interrogator.  The largest memory size Active Transponder provided by the Contractor shall have an audible locating feature.   The Active Transponder shall be able to store retrievable data for a minimum of four years.  The Contractor shall provide Batteries and a Custom Mounting Kit as Separately Orderable Components.

4.10.3.6  Gate Interrogator 

The Contractor shall provide a configuration for interrogating transponders as they pass through a portal or gate.  This configuration shall automatically detect oncoming vehicles and trigger the interrogation of the transponder.  This configuration will operate with the vehicle moving at up to 25 miles per hour.

4.10.4 The Passive RFID Configuration.

4.10.4.1 General Requirements.

Passive RFID Interrogators shall be capable of reading and writing data to Passive Transponders at minimum, unobstructed distances up to 1.5 feet for writing and up to five feet for reading.  The Government desires Passive RFID Interrogators with read ranges greater than five feet and write ranges greater than 1.5 feet.  Passive Interrogators shall be capable of communicating with each Contractor-provided Passive Transponder (including the Passive portion of Active/Passive Transponders, if provided by the Contractor).    Passive Interrogators shall be capable of transmitting data to Contractor-provided RF Relays.  The Contractor shall certify that the static RF data transfer rate between Passive Interrogators and Passive Transponders is at least 64 bytes in 3 seconds including error correction overhead.  The Government desires higher data rates.  The contractor shall provide Passive Transponders capable of transmitting at least 16 bytes of information to a Passive Interrogator while the transponder is moving past the interrogator at velocities up to 20 miles per hour.  The Government desires the capability to transfer more than 16 bytes of information under the above conditions.

4.10.4.2 Passive Fixed RFID Interrogator.

4.10.4.2.1 Functional Requirements.

The Passive Fixed RFID Interrogator shall be easily mountable in a fixed location using the Contractor-provided Mounting Kit.  The Passive Fixed Interrogator shall have a minimum of 64 Kbytes memory.  The Contractor shall provide a Mounting Kit as a Separately Orderable Component.

4.10.4.3 Passive Transportable RFID Interrogator.

4.10.4.3.1 Functional Requirements.

The Passive Transportable RFID Interrogator shall be easily mountable in a fixed location, on a temporary basis, using the Mounting Kit and Mounting Structure provided with the Interrogator.  Accordingly, the Contractor-provided Mounting Kit shall allow the user to securely attach, and easily detach, the Passive Transportable Interrogator to manmade and natural structures.  Passive Transportable Interrogators shall be operable from vehicle electrical systems; the voltages of 12 to 24 VDC (nominal) and 120 VAC shall be supported.  The Contractor shall provide all Adapters and Cables required for operation from vehicle electrical systems with the Passive Transportable Interrogator.  The Government desires a Passive Transportable Interrogator that is provided with a Solar Power Source of sufficient capacity to power the Interrogator, or to charge the batteries.  The Passive Transportable Interrogator shall have a minimum of 64 Kbytes memory.  The Contractor shall provide Rechargeable Batteries, a Battery Charger, a Mounting Structure, a Solar Power Source (if provided), AC and DC Power Adapters and Cables (vehicle electrical systems), and a Mounting Kit as Separately Orderable Components.

4.10.4.4 Passive Hand-held RFID Interrogator.

4.10.4.4.1 Functional Requirements.

The Contractor shall provide an intrinsically safe and industrially hardened Passive Hand-held RFID Interrogator.  The Contractor shall provide a Passive HHI with the following features or attributes:  portable, lightweight, and powered by Rechargeable Batteries and AC power.  The Contractor shall provide a suitable Holster with Passive for the user's convenience when carrying the Passive HHI.  The Contractor shall provide Rechargeable Batteries, Battery Chargers, Holsters, and AC Adapters as Separately Orderable Components.

4.10.4.5 Passive RFID Transponders.

4.10.4.5.1 General Requirements.

The Government requires RFID Transponders that are industrially hardened, and that can be easily and securely attached to, or detached from, existing conveyance equipment.  Attachment of Transponders to conveyance equipment shall require no modifications to the conveyance equipment, and shall be user installable with the use of commonly available tools.  The Contractor shall provide customized attachment methods for Contractor-provided Transponders.  All Transponders shall have a unique, pre-set serial or identification number furnished by the Contractor.  The Passive Transponder antenna(s) shall be internal.  RF signal transmission and reception shall be unaffected by Transponder orientation (within a plane perpendicular to the Interrogator).  The Contractor shall provide Passive Transponders capable of transmitting at least 16 bytes of information to a Passive Interrogator while the Transponder is moving past the Interrogator at velocities up to 20 miles per hour.  The Government desires the capability to transfer more than 16 bytes of information under the above conditions.  The Contractor shall provide Batteries for Transponder internal power, if required.  Batteries shall be user replaceable by hand or with the use of commonly available tools, shall not require Transponder removal or dismounting to replace Batteries, and shall have a minimum useful life of four years (assuming two interrogations of 16 bytes each per day).

4.10.4.5.2 Functional Requirements.

The Government requires RFID Transponders that meet widely varying requirements.  These Transponders will be used in industrial, hazardous, and ordnance environments described in this Part.

4.10.4.6 Passive RFID Transponders.

When energized by a Passive RFID Interrogator, Passive RFID Transponders shall communicate with that Interrogator.  The Contractor shall provide Passive Transponders with memory sizes ranging from at least 16 bytes to at least 64 bytes.  The Contractor shall provide a Custom Mounting Kit and batteries (if utilized) as Separately Orderable Components.

4.10.5 The Active/Passive RFID Configuration.

4.10.5.1 General Specifications.

The Government desires Active/Passive RFID Interrogators that are capable of reading and writing data to Active/Passive Transponders at minimum, unobstructed distances up to 300 feet for the Active portion of the Interrogator, and reading at distances up to five feet and writing to distances up to 1.5 feet for the Passive portion of the Interrogator.  The Government desires the passive portion of the Active/Passive Interrogators with read ranges greater than 5 feet and write ranges greater than 1.5 feet.  If provided by the Contractor, Active/Passive Interrogators shall be capable of communicating with each Contractor-provided Active/Passive Transponder, as well as with the Active (only) and Passive (only) Transponders provided by the Contractor.  If provided by the Contractor, Active/Passive Interrogators shall be capable of discriminating among and communicating with any one among many Active/Passive Transponders, as well as Active (only) and Passive (only) Transponders.  If provided by the Contractor, Active/Passive Interrogators shall be capable of transmitting data to Contractor-provided RF Relays.  If provided, the Contractor shall certify that RF data transfer rates between the Active/Passive Interrogators and the Active and Passive portions of the Active/Passive Transponder are as stated in the paragraphs entitled “The Active RFID Configuration ( General Requirements” and “The Passive RFID Configuration ( General Requirements.”  However, the Government desires higher data transfer rates.

4.10.5.2 Active/Passive Hand-held RFID Interrogator.

4.10.5.2.1 Functional Requirements.

The Government desires intrinsically safe, industrially hardened Active/Passive Hand-held RFID Interrogators that meet a variety of operational requirements under varying environmental conditions.  The Active/Passive Hand-held Interrogator (HHI) is, in essence, an Active and a Passive RFID Interrogator integrated into a single unit.  Both Interrogators may share common functions of the unit; that is, the display, manual data entry interface, memory, etc.  The Government desires an easily accomplished method to switch between the Active and the Passive portions of the Interrogator.  If an Active/Passive HHI is provided by the Contractor, the Active/Passive HHI shall be capable of communicating with all Transponders provided by the Contractor.  The Active/Passive HHI shall support a wide range of RFID applications, shall have an internal memory capacity of at least 512 Kbytes, shall be user-programmable, and shall provide the user with assistance or prompts to perform required functions.  If an Active/Passive HHI is provided by the Contractor, the Government desires an Active/Passive HHI that features a PC Memory Card slot for extended memory.  The Active/Passive HHI shall be portable and lightweight, and powered by Rechargeable Batteries or an AC Adapter.  The Active/Passive HHI antenna, power supply, and any components required for operation, shall be integrated into a single, hand-held unit.  If an Active/Passive HHI is provided by the Contractor, the Government desires that the Active/Passive HHI incorporate a feature that allows the user to physically locate and identify an individual Active Transponder-tagged object in an area that contains numerous Active Transponder-tagged objects.  The Active/Passive HHI shall have the capability to execute application programs written in commercially available languages (for example, BASIC® and C), shall use an operating system that is compatible with MS-DOS®, and shall have a manual data input interface, as well as user-programmable functions.  The manual data input interface shall utilize a full alphanumeric data entry system (26 alpha and 10 numeric characters).  If an Active/Passive HHI is provided by the Contractor, the Active/Passive HHI shall have a user-selectable, night-readable display, capable of displaying at least 80 characters without scrolling; however, the capability to display more than 80 characters without scrolling is desired.  The Contractor shall provide a suitable Holster for the user's convenience when carrying the Interrogator.  If an Active/Passive HHI is provided by the Contractor, the Government desires Active/Passive HHIs that can accept Code 39 and PDF-417 bar code input.  The Contractor shall provide Rechargeable Batteries, Battery Chargers, Holsters, and AC Adapters as Separately Orderable Components.

4.10.5.3 Active/Passive RFID Transponder.

4.10.5.3.1 Functional Requirements.

The Government desires an Active/Passive Transponder.  The Active/Passive Transponder is, in essence, an Active and a Passive RFID Transponder integrated into a single unit.  If provided, the Contractor shall provide at least three types of Active/Passive Transponders with an Active memory size ranging from 2 Kbytes to at least 128 Kbytes, and a Passive memory size ranging from at least 16 bytes to at least 64 bytes.  The Contractor shall provide a Customized Mounting Kit and Batteries as Separately Orderable Components.

4.10.6 RF Relay.

The RF Relay is a transceiver or other RF device, operable from both battery and AC power that extends the effective range of the Integrated Transponder-Interrogator Configuration.  The RF Relay shall be easily mountable in a fixed location using the Mounting Kit or Mounting Structure provided with the RF Relay.  The Contractor-provided Mounting Kit shall allow the user to securely mount the RF Relay to manmade and natural structures.  The RF Relay shall provide wireless communication between both Active and Passive Fixed, Transportable, and Hand-held Interrogators, the Active/Passive Hand-held Interrogator (if provided), and other RF Relays.  RF Relays shall be operable from vehicle electrical systems; the voltages of 12 to 24 VDC (nominal) and 120 VAC shall be supported.  The Contractor shall provide all Adapters and Cables required for operation from vehicle electrical systems as Separately Orderable Components.  The RF Relay shall operate at heights up to 30 feet above ground level.  The Government desires a RF Relay that is provided with a Solar Power Source of sufficient capacity to power the Relay, or to charge the batteries.  The RF Relay shall be capable of receiving RF-transmitted data from Interrogators and transmitting that data via RF to other Interrogators or RF Relays.  The RF Relay shall also be capable of receiving data from and transmitting data to a host computer and Interrogators via RF and wired data connections.  The Government desires a RF Relay with an unobstructed operating range up to 5,000 feet.  The RF Relay shall be suitable for mounting in a Fixed or Transportable configuration.  The Contractor shall provide Rechargeable Batteries, a Battery Charger, a Mounting Structure, a Solar Power Source (if provided), AC and DC Power Adapters and Cables (for vehicle electrical systems), and a Mounting Kit as Separately Orderable Components.

4.10.7 PC Memory Card.

4.10.7.1 General Requirements

The Government requires a Personal Computer (PC) Memory Card if the desired slot is provided with either the Active HHI or the Active/Passive HHI.  The PC Memory Card shall support any data storage application requiring interchangeability with, as a minimum, AT-compatible computers.  The PC Memory Card shall be used to extend the memory capacity of the Hand-held Interrogators and to serve as a portable data carrier.  The PC Memory Card shall conform to Personal Computer Memory Card International Association (PCMCIA) Memory Card Standard, Release 2.0 or greater.  The Government desires a non-battery-powered PC Memory Card; however, if a Battery is required, no tools shall be required for insertion or removal of the Battery.  If battery-powered PC Memory Cards are provided, they shall be delivered with Batteries installed.  The Contractor shall also provide the Battery as a Separately Orderable Component.

4.10.7.2 Functional Requirements.

The PC Memory Card shall be user-formattable using computers that are at least AT-compatible, or Hand-held Interrogators.  The PC Memory Card shall support four signal classifications: I (Input), O (Output), I/O (Bi-directional), and R (Reserved).  The PC Memory Cards shall use current, industry-accepted memory technologies.  The data format on the card shall be transferable to any host file on a PC that is, at a minimum, AT-compatible.  The file system formats on the memory card shall be compatible with MS-DOS® operating systems that conform to the PCMCIA Standard.  The Contractor shall deliver each PC Memory Card in a protective sleeve.  The Contractor shall provide a Protective Sleeve for the PC Memory Card as a Separately Orderable Component.  The Contractor shall provide PC Memory Cards that are pre-formatted, are compatible with MS-DOS, and are in the following memory sizes:


a.  512 Kbytes.


b.  1 Mbytes.


c.  4 Mbytes.


d.  16 Mbytes.

4.10.8 Software Requirements.

The Government requires software to operate from, at a minimum, AT-compatible PCs and the Contractor-provided Hand-held Interrogators.  The Contractor shall provide as a minimum, Operating Software for PC, Operating Software for HHI, and Application Development Software.  All Contractor-provided software shall provide a Graphical User Interface and be, as a minimum, compatible with MS-DOS, Windows 95, and Windows NT operating systems.  RFID Software shall have the capability to activate and deactivate the Active Transponder audible locating and sensor features, provide Transponder location finding, and depict the locations of Interrogators and Transponders on maps.  RFID Software shall have the ability to add, delete, revise, configure, and test Interrogators and Transponders in the operating environment, and to provide selective addition and deletion of data.  RFID Software shall have the capability to schedule Interrogator time management and to report low battery power conditions for Interrogators and Transponders.  RFID Software shall have the capability for ad hoc and global searching for specific Transponder data, the ability to manage queried data via database functions, the ability to import and export data to database files, and the ability to print reports from data gathered from Transponders and Interrogators, such as manifests, and lists of Transponders and Interrogators present in the operating environment.  All RFID software shall be provided on 3-1/2”, high-density diskettes.  The Government’s objective is to have the necessary software to enable Government users to perform the technical, functional, and operational requirements of the RFID hardware specified in this Part.

4.10.8.1 Operating Software for PC.

The Government requires Operating Software for PC that will, as a minimum, provide Government users the software utilities to set up, control, and operate the RFID hardware in actual operational environments.  The Government desires the capability to program, develop, and execute code using MS-DOS-compatible High Order programming languages.

4.10.8.2 Operating Software for HHI.

The Government requires Operating Software for HHI to enhance the users’ ability to manage the RFID hardware when away from the host computer.  As a minimum, the Operating Software for HHI shall provide Government users with the software utilities to set up, control, and operate the RFID hardware in actual operational environments.  The Government understands that some software functions on the HHI are developed as part of the firmware; however, the Government desires the capability to execute code using MS-DOS-compatible High Order programming languages.

4.10.8.3 Application Development Software.

The Government desires Application Development Software that can produce executable code using MS DOS-compatible High Order programming languages on, at a minimum, AT-compatible PCs and the Contractor-provided HHI.  Some of the desired features of the Application Development Software include: the ability to download executable code to other devices; tools, libraries, and executive software needed to generate executable code; ASCII file import and export capability; and, Structured Query Language capability.  Any special tool kits or utility libraries required shall be provided as Separately Orderable Components.

4.10.9 Automatic Break-Out Box.

If required by the solution in order to connect Active Fixed or Transportable Interrogators or RF Relays to the host computer, or to download Active Handheld Interrogator data to the host PC or to interface with another device in the solution, the contractor shall provide an Automatic Break-out Box  to eliminate the need to buy custom-pinned cables.  Automatic Break-out Boxes will serve the following functions:


a.  To permanently reconfigure RS-232 leads between any two devices for all 25 pins;


b.  To allow the cross-over, patch, and jumping of any combination of leads; and


c.  To serve as a gender-matcher between two same-sex connectors.

The Automatic Break-out box shall analyze all 25 leads and automatically configure itself when connected between devices using an RS-232 connection.

4.10.10 Transit Cases.

The Contractor shall provide ruggedized, reusable, waterproof, rigid Transit Cases to store and transport RFID components by surface or air.  The Contractor shall make every effort to minimize the number of Transit Cases, and to consolidate applicable accessories with the primary component identified in a Transit Case.

4.10.10.1 Contents.

Transit Cases provided by the Contractor shall contain cutouts or molded cushioning to protect the contents from damage during transit and storage.  Inserts shall be split so as to be an integral part of the top and bottom pieces of the Transit Case.  Cushioning material used for cutouts or molded compartments shall be permanent and reusable, and, to the maximum extent possible, attached to the Transit Cases.

4.10.10.2 Inventory List.

Each Transit Case shall have a durable and permanent inventory list of all items in the Case.  Graphic packing instructions shall be affixed to the inside top cover and visible to the user.

4.10.10.3 RFID Component Protection.

Transit Cases shall protect RFID components from damage resulting from dropping during cargo loading, unloading, or when transported as loose cargo over unpaved secondary roads, and from water vapor, humidity, salt, and fog.  The Transit Cases shall withstand the temperature extremes stated earlier in this Part.

4.10.10.4 Size and Weight.

The Contractor shall minimize the weight and size of the Transit Cases including its contents.  The interior dimensions of the Transit Case shall be dependent upon the Contractor-provided Transit Case arrangement, and physical dimensions of components and support items and materials.  With the exception of  Transit Cases containing a Mounting Structure, Transit Cases shall not exceed the following exterior dimensions:  30 inches in width, 30 inches in length, and 30 inches in height.  All Transit Cases with a total loaded Case weight between 35 and 70 pounds shall be clearly marked as "TWO-PERSON LIFT", and all cases with a total loaded Case weight exceeding 70 pounds shall be clearly marked as "FOUR-PERSON LIFT".  The total loaded weight of any Transit Case shall not exceed 100 pounds.

4.10.10.5 Handles And Clasps.

Transit Cases shall be provided with a sufficient number of handles to facilitate movement by the specified number of personnel.  Handles shall return to a closed position by a spring-loaded mechanism or simple restraining mechanism when not in use.  Clasps shall be easily accessible and operable by personnel utilizing Mission Oriented Protective Posture (MOPP) Gear or wearing low-temperature, protective gloves.

4.10.10.6 Attributes.

Automatic pressure-vacuum relief valves shall accommodate differences in pressure from sea level up to an altitude of 40,000 feet.

4.10.10.7 Color.

The Contractor shall provide Transit Cases in Olive Drab.  The Contractor may provide any other colors that are available from the Original Equipment Manufacturer.  The need for other than Olive Drab will be specified in the Delivery Order.

4.10.10.8 Identification Plates.

An Identification (ID) Plate shall be provided on each Transit Case.  ID Plate letters, numerals, and characters shall be permanent, legible and consistent in appearance.  ID Plates and mounting shall be resistant to abrasion, rain and salt spray, common cleaning solutions, and shall survive temperature extremes between -20 degrees and +125 degrees Fahrenheit.


a.  Required Information.  Minimum required information shall be the contract number, Contractor And Government Entity (CAGE) Code, Transit Case serial number, Transit Case group name (as provided by the Government), and the words "PROPERTY OF THE U.S. GOVERNMENT."  The Transit Case serial number shall also be bar coded (Code 39).


b.  Location.  ID Plates on Transit Cases shall be located at the left or center of the exterior, vertical surface facing the user when the case is ready to be opened.  Location of ID Plates shall be consistent for all Transit Cases.

4.10.10.9 Transit Case Groups.

The Government requires five Transit Case Groups of RFID components: an Active Hand-held Interrogator Transit Case Group; a Passive Hand-held Interrogator Transit Case Group; an Active Transportable Interrogator Transit Case Group; a Passive Transportable Interrogator Transit Case Group; and, an RF Relay Transit Case Group.  Each Group may consist of one or more Transit Cases.  The Government desires as few Transit Cases as possible for each Group.  Each Group shall contain all necessary adapters, cables, and components to permit operation in the location specified in the Delivery Order.

4.10.10.9.1  Active Hand-Held Interrogator Transit Case Group.

The Active Hand-held Interrogator Transit Case Group shall contain the following:


a.  Two Active Hand-held Interrogators, each provided with a holster.


b.  User's Manual.


c.  RS-232 Interface Cable/Adapter.


d.  Batteries, Operating and Spare (1 set each).


e.  Battery Charger.


f.  AC Adapter.


g.  Power Plug Adapter, if required.


h.  Other Adapters and Cables, if required.


i.  Fuses, Operating and Spare (1 set each), if applicable.


j.  Transit Case(s).

4.10.10.9.2 Passive Hand-held Interrogator Transit Case Group

The Passive Hand-held Interrogator Transit Case Group shall contain the following:


a.  Two Passive Hand-held Interrogators, each provided with a holster.


b.  User's Manual.


c.  RS-232 Interface Cable/Adapter.


d.  Batteries, Operating and Spare (1 set each).


e.  Battery Charger.


f.  AC Adapter.


g.  Power Plug Adapter, if required.


h.  Other Adapters and Cables, if required.


i.  Fuses, Operating and Spare (1 set each), if applicable.


j.  Transit Case(s).

4.10.10.9.3 Active Transportable Interrogator Transit Case Group.

The Active Transportable Interrogator Transit Case Group shall contain the following:


a.  One Active Transportable Interrogator, with Mounting Kit.


b.  Mounting Structure. 


c.  Solar Power Source (if provided).


d.  User's Manual.


e.  RS-232/RS-485 Interface Cable/Adapter.


f.  Batteries, operating and spare (1 set each).


g.  Battery Charger.


h.  AC Adapter.


i.  Power Plug Adapter, if required.


j.  Other Adapters and Cables, if required.


k.  AC/DC Power Adapters and/or Cables (for operation from vehicle electrical systems).


l.  Fuses, Operating and Spare (1 set each), if applicable.


m.  Transit Case(s).

4.10.10.9.4 Passive Transportable Interrogator Transit Case Group

The Passive Transportable Interrogator Transit Case Group shall contain the following:


a.  One Passive Transportable Interrogator, with Mounting Kit.


b.  Mounting Structure. 


c.  Solar Power Source (if provided).


d.  User's Manual.


e.  RS-232/RS-485 Interface Cable/Adapter.


f.  Batteries, operating and spare (1 set each).


g.  Battery Charger.


h.  AC Adapter.


i.  Power Plug Adapter, if required.


j.  Other Adapters and Cables, if required.


k.  AC/DC Power Adapters and/or Cables (for operation from vehicle electrical systems).


l.  Fuses, Operating and Spare (1 set each), if applicable.


m.  Transit Case(s).

4.10.10.9.5 RF Relay Transit Case Group.

The RF Relay Transit Case Group shall contain the following:


a.  One RF Relay, with Mounting Kit.


b.  Mounting Structure. 


c.  Solar Power Source (if provided).


d.  User's Manual.


e.  RS-232/RS-485 Interface Cable/Adapter.


f.  Batteries, operating and spare (1 set each).


g.  Battery Charger.


h.  AC Adapter.


i.  Power Plug Adapter, if required.


j.  Other Adapters and Cables, if required.


k.  AC/DC Power Adapters and/or Cables (for operation from vehicle electrical systems).


l.  Fuses, Operating and Spare (1 set each), if applicable.


m.  Transit Case(s).

4.10.11  Operational Unattended ITIC 

The Contractor shall provide a configuration for unattended operation of the Active elements of the ITIC.  This configuration shall be programmable to provide automatic data collection and forward through a modem or local area network to a central information system.  The contractor shall provide for the capability of the system to be operated either indoors or outdoors.  This configuration shall be compliant with section 4.10.1 power requirements.

5. RFID PROJECT PROGRESS REVIEWS (PPRs). 

The minimum Contractor management activities considered necessary to assure adequate control of RFID technology and to respond to Government requirements are to conduct PPRs for Government personnel at a Government facility as designated by the Product Manager.  The Government will schedule the initial PPR; it is anticipated this event will occur within 90 days after Contract award.  Thereafter, PPRs shall occur on a monthly basis for the next 12 months of the Contract, and quarterly thereafter, for the life of the Contract.  During each review, the Contractor shall present material that addresses the status of current technological substitution and, the status of Task Orders, Delivery Orders received and processed (listed by ordering Agency), Maintenance and Warranty actions, significant trends (component reliability, safety issues, etc.), problems and recommended solutions, and other significant activities.  In each review, the Contractor shall include a current organizational chart that includes the names and telephone numbers of all Contractor points-of-contact (POCs), and any POC changes.

6. ORDERING GUIDE.
The Contractor shall provide an ordering guide to assist Government users in determining the system configuration that will best meet their operational requirements, no later than 45 calendar days after notice to proceed.  The initial Ordering Guide and any modifications shall be approved by the Contracting Officer prior to distribution.  The Ordering Guide shall provide a complete list, with description of salient features and prices of all hardware, software, cables, documentation, maintenance, training, and technical services provided.  The Ordering Guide shall be updated as required by Government request, except price changes related to breakpoints for range pricing shall be posted immediately.  The Ordering Guide shall be a simple, easy to understand, step-by-step document that allows users to order and build a configuration that meets their needs.  The Ordering Guide shall include a separate section that addresses warranty support, ordering procedures, and other support services.  The Contractor shall provide access for Government users to the approved ordering guide via the World Wide Web.  One hard copy of the Ordering Guide, a camera-ready original, and a copy of the Ordering Guide on 3-1/2" high-density diskettes shall be submitted to the Product Manager.  These documents shall be provided in Microsoft Office product formats.

7. CONFIGURATION MANAGEMENT.

7.1 NOTIFICATION OF CHANGES.

The Contractor shall notify the Government of all OEM-sponsored changes to any hardware or software provided on the Contract.  All such changes shall be provided to the Government 45 days prior to implementation.  The changes are subject to Contracting Officer's approval before the changed products may be placed on the Contract.  The changes shall be at no increase in price to the Government.

7.2 CHANGES TO SOFTWARE.

The Contractor shall provide the latest software release (for example, DOS 6.0 to DOS 6.1) of the software and documentation throughout the warranty periods unless rejected by the Contracting Officer.  As software updates and upgrades (for example, bug fixes, new features, enhancements, revisions, etc.) become available, the Contractor shall provide the PM one copy of the changed software (with documentation) for each affected software item previously accepted by the Government.  Software changes are further defined as any software product and documentation which is provided for any other customer free of charge or which the software manufacturer does not consider a new product.  Changes to software or documentation (including packaging and shipping) shall be at no additional cost to the Government.  The changed version of the software will be modified in the Contract.

8. WARRANTY.

The Contractor shall provide a three year warranty, including all parts, labor, and transportation costs on all RFID components provided under this Contract.  The Contractor shall provide a three year warranty on all software products, except the warranty on third-party commercial software shall be fourteen months.  The Contractor shall repair or replace all unserviceable RFID components covered under warranty in this Contract.  The warranty period shall begin on the date of acceptance of the RFID component by the Government. All warranties shall be included in the purchase price of the component, and not priced separately.

8.1 WARRANTY TURN-AROUND TIME.

The Contractor shall complete warranty service on failed RFID components.  The repaired component shall be returned and received by the user within five working days after receipt at the Contractor’s facility.  Notwithstanding the foregoing, the Contractor agrees, at least 95% of the time, to ship the replacement item within 24 hours of notification of failed RFID components.    

8.2 COMPONENT RETURN AND TRACKING.

The Contractor shall provide a method to enable the Government user and the Contractor to quickly identify and track components being forwarded to Contractor maintenance repair facilities for warranty service.  The Contractor shall assign — and inform the user of — the tracking number and serial number for each RFID component returned to the Contractor for warranty service.

8.3 WARRANTY REPLACEMENT PARTS.

For Contractor Warranty service support, only new parts, or parts warranted as new by the Original Equipment Manufacturer, shall be used for repairs on unserviceable Government RFID components.  Unserviceable parts replaced by the Contractor shall become the property of the Contractor.  However, the Government reserves the right to purchase unserviceable parts containing sensitive or classified material, as required by statute or regulation to be destroyed or retained by the Government.

9. MAINTENANCE.
Upon expiration of the warranty, the Contractor shall provide worldwide Maintenance to repair or replace RFID components covered under Maintenance.  Maintenance for RFID components costing less than $500.00 will not be purchased by the Government.  Maintenance costs shall include all parts, labor, and transportation back to the user.

9.1 MAINTENANCE TURN-AROUND TIME.

The Contractor shall provide Maintenance service on failed RFID components.  The repaired component shall be returned and received by the user within five working days after receipt at the Contractor’s facility.  Notwithstanding the foregoing, the Contractor agrees, at least 95% of the time, to ship the replacement item within 24 hours of notification of failed RFID components.   In the event the RFID component cannot be repaired, the Contractor shall notify the Government user within three working days after receipt of the component at the Contractor’s facility.  The Government user will provide the Contractor with disposition instructions for unrepairable RFID components.

9.2 COMPONENT RETURN AND TRACKING.

The Contractor shall provide a method to enable the Government user and the Contractor to quickly identify and track components being forwarded to Contractor maintenance repair facilities for Maintenance.  The Contractor shall assign — and inform the user of — the tracking number and serial number for each RFID component returned.

9.3 MAINTENANCE SUPPORT OPTIONS.

The Contractor shall provide Mail-in/Carry-in Maintenance support on a Monthly and Per-incident basis.

9.4 MAINTENANCE REPLACEMENT PARTS.

For Contractor Maintenance support, only new parts, or parts warranted as new by the Original Equipment Manufacturer, shall be used for repairs on unserviceable Government RFID components.  Unserviceable parts replaced by the Contractor shall become the property of the Contractor.  However, the Government reserves the right to purchase unserviceable parts containing sensitive or classified material, as required by statute or regulation to be destroyed or retained by the Government.

9.5 SEPARATELY ORDERABLE MAINTENANCE REPLACEMENT ITEMS.

During the warranty period, the Government intends to monitor and to assess modes of failure and the failure rates of RFID hardware.  At the end of the warranty period, the Government will make a determination with regard to the feasibility of the Government performing some or all RFID hardware Maintenance using organic capabilities.  In the event the Government determines it is desirable to perform some or all RFID Maintenance functions in-house, the Government reserves the right to negotiate with the Contractor for necessary hardware replacement items and Government-designated personnel Maintenance training.

9.6 TRANSPORTATION.

Transportation of RFID components shipped to the Contractor for Maintenance will be arranged and paid for by the Government on a Mail-in/Carry-in basis.  Return transportation of repaired or replaced components shipped to the user will be arranged and paid for by the Contractor.  The Contractor shall use a return shipping method equal 

to or better than the user's method of shipment to the Contractor.  The Government will provide the Contractor with any unusual transportation instructions for return shipment after repair.

9.7 PACKAGING.

The Government may use a Transit Case to ship an RFID component or components to the Contractor for maintenance.  When this occurs, the Contractor shall return serviced RFID components to the user in the same Transit Case in which the components were received.
9.8 MONTHLY EQUIPMENT SERVICE REPORT.

The Contractor shall provide the Product Manager (PM) with a consolidated Monthly Equipment Service Report (MESR).  The initial MESR shall be submitted via letter of transmittal covering the month the first RFID component is received by the Contractor for maintenance, and shall be provided within 14 calendar days after the end of each month.  One hard copy of the MESR and an electronic copy of the MESR on 3-1/2" high density diskettes shall be submitted to the Product Manager.  These documents shall be provided in Microsoft Office product formats.  The MESR shall include a separate line item description for each RFID component service incident and, as a minimum, shall include the following data:


a.  Category of Service Action:  Per-incident Maintenance, Monthly Maintenance, or Warranty services.


b.  Date of receipt of the RFID component.


c.  Identity of the Government user, and point-of-contact and location of the Government site requiring maintenance; Federal Agency (that is, Army, Navy, DLA, etc.); Contractor-assigned tracking number; and, the location of the Maintenance repair facility providing the service.


d.  Nomenclature; National Stock Number (if available); Part Number; CLIN; and, Serial Number.


e.  Quantity of each type of component repaired under Tracking Number.


f.  Date component was sent back to the user and carrier, or date picked up by the user.


g.  Remarks section providing a brief, non-technical description of Equipment Problem(s) Identified; Repair Action Accomplished; Parts Replaced; Serial Number(s) of Replacement RFID Components (if the RFID Component was replaced by the Contractor); or, No Evidence Of Failure.


h.  Roll-up summary of individual component failure totals in previous months in the calendar year for trend analysis.

10. HELP DESK.
The Contractor shall provide a Help Desk toll-free telephone service for Government RFID users seeking information regarding Warranty and Maintenance services in both CONUS and OCONUS locations.  This service shall include, as a minimum, dissemination of the necessary Contractor addresses and a tracking number for Government return of components for Warranty and Maintenance service.  The Help Desk shall be available during the official hours of operation of the geographical area being served by the telephone service.  Contractor personnel staffing the Help Desk shall possess sufficient expertise to recommend troubleshooting procedures and possible corrective actions for RFID hardware and software problems, and shall understand and speak fluent English.

11. TECHNICAL ENGINEERING SERVICES.

11.1 GENERAL.

The Contractor shall provide on-site Technical Engineering Services at various Government sites as specified on the Task Order.  Technical Engineering Services shall include those services required for RFID component integration; site analysis and survey; installation, de-installation, and relocation; problem-solving, including software development; communications; and interfaces with other Government systems; hardware and systems engineering services; systems integration; and, assistance in obtaining host-nation certification and approval for communications equipment, if required.  Any cables or adapters not listed in this Contract, or other items and materials required for installation of Contractor-provided components, may be ordered through this Contract in accordance with the provision titled "Incidental Materials" in Part C-1-1.

11.1.1 Response Time.

The Contractor shall provide Technical Engineering Services within the time specified in the Task Order for specific technical services.  The on-site locations and objectives of the Technical Engineering Services to be provided shall be stated in the Task Order.  Technical Engineering Services shall be ordered by Task Order only.

11.1.2 Contractor Personnel Travel.

Prices for Contractor personnel travel and per diem shall be in accordance with the provision titled “Travel Expenses” in Part C-1-1. 

11.2 SOFTWARE DEVELOPMENT SERVICES.

Software development services shall be limited to development incidental to the RFID related mission that utilizes equipment purchased under this contract.  RFID Software Development Services shall be limited to 10,000 lines of code per application.  Services include new software development, which may include translation of existing Government code that has been determined necessary to ensure operation of the system.  For purposes of this Contract, a line of code is one computer instruction written by a programmer on one line of 80 characters or less.

11.3 INSTALLATION / DE-INSTALLATION / RELOCATION.

11.3.1 Pre-installation / De-installation / Relocation Site Survey.

The Contractor shall conduct Pre-installation/De-installation/Relocation site surveys as specified in the Government Task Order for each location requiring site survey services.  The site survey shall provide a list of available communications lines, electrical power, spaces, etc., for the RFID installation and shall be used in preparing the Installation Plan.

11.3.2 Installation / De-installation.

The Contractor shall Install and De-install RFID configurations as specified in the Task Order.  The Contractor shall provide all necessary cables for the interface of the various components forming an installation, including the RFID devices, the host computer, peripheral devices, and power sources as determined by the site survey.

11.3.3 Relocation of RFID Components.

The Contractor shall perform ordered relocation of RFID components that are required after initial component installation, as specified by Task Order.

11.3.4 Installation Plan.

The Contractor shall provide an Installation Plan that includes the means, methods, and time to accomplish an RFID installation ordered under this Contract.  The Contractor's Installation Plan shall include specific details on the methodology for the installation of RFID components. The Contractor shall submit the Installation Plan five calendar days after completion of the site survey.  The Contractor shall submit three copies of the Installation Plan, and supporting documentation and attachments, to the Government user as identified on the Task Order.  The Contractor shall provide a copy of the Installation Plan on 3 1/2-inch, high-density diskettes to the Government user point-of-contact.  The Government user will be responsible for reproduction and distribution of the documentation.  The Installation Plan shall be prepared in the format prescribed by the Task Order, and shall include but not necessarily be limited to the following, where applicable:


a.  A detailed description, by major subheadings, of all installation work to be done by the Contractor at the site, scheduling, and dependency of the various tasks.


b.  A site layout plan including detailed drawings of all components, racks, cabinets, consoles, etc.


c.  General component specifications including physical specifications, templates, manufacturer's specific machine configuration and space requirements, special operational line-of-sight requirements between various components, lighting requirements, site construction requirements, power requirements, cabling requirements, cooling requirements, shipping requirements, and all special requirements that do not fall under normal operating conditions.

12. DOCUMENTATION REQUIREMENTS.

12.1 GOVERNMENT RIGHTS.

The Government shall have full and unrestricted rights to use and reproduce for its own use all documentation provided under this Contract if the reproduction is in accordance with copyright laws and regulations.

12.2 USER MANUALS.

User Manuals shall be provided with each piece of hardware and software upon delivery.  User Manuals shall also be provided as Separately Orderable Items.

13. TRAINING.

13.1 TRAINING COURSES.

The Contractor shall provide the same type courses of instruction as those offered to customers in the private sector.  Training course classes shall consist of a maximum of fifteen Government students, and shall instruct the students on how to operate, maintain, repair, and develop unique application software programs for hardware purchased under this Contract.  Training shall provide each student adequate information to perform his or her function in the areas of developing and installing hardware and systems software, addressing initial problem diagnostics, performance measurements, system architecture, diagnostic software, and basic component operations.

13.1.1 Target Audiences and Areas.

Target audiences utilizing the training will include technically skilled specialists responsible for supporting and implementing the use of RFID components and end users responsible for operating the Contractor-provided hardware and software.  The RFID Configuration Training shall encompass an overview of instruction in the following areas:


a.  RFID Configuration Overview (hardware, software, communications).  Hardware characteristics and principles of operation, RFID Configuration hierarchy and software components (including the Operating System communication software interfaces), data structures, queues, and internal tables of the Operating System.


b.  Hardware and Software Architecture.  Communications processing (including protocols), software designs, interfaces, and assembly (Operating System development) language.


c.  Operating System commands.


d.  Operating System tailoring and generation, method for the distribution of fixes, problem resolution, and implementation of new software releases.


e.  Operations.  Set Interrogator parameters, collect loaded information, read and write information, search data to identify priorities and find specific items, create prioritized lists of containers to be unloaded, and locate specific containers based on container number or content data.


f.  Diagnostics.  Problem definition and resolution, and diagnostic software utilization.


g.  Security features (including management considerations, controls, procedures, and software design).


h.  Hardware maintenance and support.  Preventive maintenance checks and services, and user-level repair operations.

13.1.2 Classroom Training Locations.

Formal classroom training may be conducted at a Contractor or Government-designated location.  Prices for Contractor travel and per diem shall be in accordance with the provision titled “Travel Expenses” in Part C-1-1.

13.1.3 Classroom Training Facilities.

The Contractor shall provide all classrooms, laboratory facilities, and equipment for training conducted at Contractor training locations.  The Government will provide all classrooms, laboratory facilities, and training equipment for training conducted at Government-designated locations.  The Contractor shall provide all training materials at Contractor and Government training locations.  The student-to-equipment ratio shall not exceed 1:1.  Equipment identified for training purposes shall be dedicated to training during scheduled class hours.  Inoperative training equipment provided by the Contractor shall be returned to operational condition or replaced no more than one hour after failure.
13.2 MULTIMEDIA TRAINING.

The Contractor shall provide a Multimedia Training package.  This Multimedia Training shall provide information in the areas of hardware and software installation, addressing initial problem diagnostics, performance measurements, diagnostic software, and basic component operations.  The Multimedia Training shall be developed for the specific target audiences and areas identified in the paragraph entitled “Target Audiences and Areas.”  The Multimedia Training shall be a stand-alone software training package providing menu-driven selection of hardware introduction or specific operational task selection using loaded data to simulate real-time scenarios.  The Contractor’s Multimedia Training shall be of a type to allow the Government to tailor the provided products for incorporation into different Government applications.  The Contractor shall provide the Government all necessary documentation to enable the Government to perform modifications, and the Government will have the right to modify, copy, and distribute the Multimedia Training software as required for its own use to all agencies within the U.S. Government.  The Multimedia Training package shall be provided as a Separately Orderable Component.

13.3 RFID TRAINING VIDEO.
The Government shall have the option to order an RFID Training Video developed by the Contractor.  If ordered, the Contractor shall develop and provide a one-half inch, Video Home Standard (VHS) videotape that provides a detailed, step-by-step explanation of fundamental RFID startup operations, use, interfaces, processes, and operator maintenance, troubleshooting, and support of hardware and software purchased under this Contract.  The purpose of the Training Video is to provide RFID users with a self-contained training course in which the student would simply follow the narrator’s actions and instructions on Government-owned hardware and software.

13.3.1 Draft Video Script.
The Contractor shall develop and provide a first draft Video Script and graphics materials for review and acceptance by the Government within 60 calendar days after the Delivery Order for the Video is received by the Contractor.  Government comments will be provided within 60 calendar days after receipt of the draft Video Script and materials.  The Contractor shall have 14 calendar days to amend or edit draft scripts and materials based on Government comments.  Video shall be provided to the Government 30 days after Government acceptance of the final script and materials.  The Training Video shall be no longer than 50 minutes in length.

13.3.2 Master Video and Copies.

The Contractor shall provide the Government one dubbing Master Video to be used by the Government for reproduction and distribution purposes.  The Contractor shall also provide the Master Video and copies as Separately Orderable Components.

13.4 EXECUTIVE BRIEFING VIDEO.
The Contractor shall develop and provide the Government a one-half inch, VHS Executive Briefing Video that provides general information and overview of the use and benefits of RFID in Government and commercial applications.  The Executive Briefing Video will be used to inform Commanders, management, and other decision makers about RFID hardware and software, and the benefits of implementing RFID technology.  Video script and materials will be developed and provided in accordance with the paragraphs entitled “Draft Video Script” and “Master Video and Copies”; however, the Executive Briefing Video shall be no longer than 15 minutes in length.
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